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BESCHEID
SPRUCH

Die Datenschutzbehorde entscheidet Uber die Datenschutzbeschwerde des Ludwig A*** (Beschwerdefihrer),
vertreten durch Rechtsanwalt Dr. Theodor D*** vom 15. Februar 2017 gegen die Landespolizeidirektion Wien
(Beschwerdegegnerin) wegen Verletzung im Recht auf Léschung wie folgt:

- Die Beschwerde wird abgewiesen.

Rechtsgrundlagen: § 1 des Datenschutzgesetzes 2000 (DSG 2000) idFBGBI. | Nr. 51/2012; § 6 Abs. 1 Z 5 DSG 2000 idF
BGBI. | Nr. 165/1999; § 27 DSG 2000 idFBGBI. | Nr. 83/2013; § 64 des Sicherheitspolizeigesetzes (SPG) idFBGBI. | Nr.
104/2002; 8 65 SPG idF BGBI. | Nr. 114/2007; 8§ 67 SPG idFBGBI. | Nr. 104/2002; § 74 SPG idF BGBI. | Nr. 55/2013.

BEGRUNDUNG
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A. Vorbringen der Parteien und Verfahrensgang:

1. Das Landesgericht fur Strafsachen Wien verurteilte den Beschwerdefiuhrer mit Urteil vom 9. Juli 2015, GZ *5 Hv
*87/11f, zu einer Freiheitsstrafe von 3 Jahren wegen 8 206 Abs. 1 StGB (Beischlaf mit Unmundigen), § 207 Abs. 1 StGB
(Unzucht mit Unmundigen), § 105 Abs. 1 StGB (Notigung), 8 211 Abs. 1 StGB (Blutschande) und8 212 Abs. 1 Z 1 StGB
(Missbrauch eines Autoritatsverhaltnisses).

2. Dieses Urteil bekampfte der Beschwerdefihrer mit Nichtigkeitsbeschwerde und Berufung beim Obersten
Gerichtshof (in Folge: OGH).

3. Mit Urteil vom 11. Oktober 2016, GZ *4 Os *32/16d-11, sprach der OGH den Beschwerdefuhrer amtswegig gemal
§ 259 Z 3 StPO wegen Verjahrung frei.

4. Am 21. Oktober 2016 stellte der Beschwerdeflihrer an die Beschwerdegegnerin den Antrag, die ihm - im Zuge des
gegen ihn gefUhrten Strafverfahrens - abgenommenen Fingerabdriicke und DNA-Proben aus der Evidenzkartei zu
I6schen, da ihn der OGH zur GZ *4 Os *32/16d rechtskraftig freigesprochen habe.

5. Mit Schreiben vom 26. Janner 2017 (Schreibfehler im Original: 2016) teilte die Beschwerdegegnerin dem
Beschwerdefiihrer mit, dass seinem Loschungsantrag gemalR 8 27 Abs. 4 DSG 2000 iVm § 76 Abs. 6 SPG nicht
entsprochen werden kdnne. Zusammengefasst begrindete die Beschwerdegegnerin dies damit, dass eine zu
Ungunsten des Beschwerdeflhrers ausfallende Gefahrdungsprognose vorliege, die der Loschung seiner Daten aus der
Erkennungsdienstlichen Evidenz (im Folgenden: EDE) entgegenstehe. Somit seien die gesetzlichen Voraussetzungen fur

eine Loschung aus der EDE nicht gegeben.

6. Gegen diese Mitteilung der Beschwerdegegnerin vom 26. Janner 2017 brachte der Beschwerdefiihrer am 15. Februar
2017 eine - soweit relevant, hier wiedergegebene - Beschwerde bei der Datenschutzbehoérde ein und verbesserte diese
mit Schriftsatz vom 27. Marz 2017. Gleichzeitig legte der Beschwerdefiihrer den an die Beschwerdegegnerin
gerichteten Antrag auf Loschung vom 21. Oktober 2016 sowie die daraufhin ergangene Mitteilung der

Beschwerdegegnerin vom 26. Janner 2017 vor.

In seiner Beschwerde behauptete der Beschwerdeflhrer eine Verletzung im Recht auf Ldschung dadurch, dass die
Beschwerdegegnerin seinem Antrag, die ihm abgenommenen Fingerabdriicke und DNA-Proben aus der Evidenzkartei
zu l6schen, mit Mitteilung vom 26. Janner 2017 nicht entsprochen habe. Obwohl der Beschwerdefiihrer mit
Entscheidung des OGH zur GZ *4 Os *32/16d freigesprochen worden sei, habe die Beschwerdegegnerin hinsichtlich
des Beschwerdefuhrers eine Gefahrdungsprognose bejaht. Aus den Ausfihrungen der Beschwerdegegnerin lasse sich
entnehmen, dass diese die dem Beschwerdefuhrer und Antragsteller damals zur Last gelegten Taten als erwiesen
erachte. Somit habe die erkennende Behérde die Gefdhrdungsprognose auf letztendlich nicht erwiesene
Feststellungen gestutzt sowie auf polizeiliche Ermittlungen, die sich Gberwiegend auf Angaben der Zeugin A*** stiitzen
wulrden. Es sei auch noch auf den Umstand hinzuweisen, dass bis auf besagte Angaben der Zeugin A*** keinerlei
Beweisergebnisse vorliegen wirden, die eine Gefahrdungsprognose zu tragen vermodgen. Die Beschwerdegegnerin
habe - so der BeschwerdefUhrer weiter - die Interessenabwdagung in ihrer Mitteilung vom 26. Janner 2017 unrichtig
vorgenommen. Dies entspreche nicht der gesetzmaRigen Vorgehensweise nach § 27 DSG 2000.

7. Die Datenschutzbehoérde Ubermittelte der Beschwerdegegnerin mit Schreiben vom 30. Mdrz 2017 die Beschwerde
und forderte sie zur Stellungnahme sowie zur Vorlage einer Kopie des - den Beschwerdefuhrer betreffenden - Urteils
des Landesgerichts fur Strafsachen Wien zum Verfahren *5 Hv *87/11f auf.

8. Die Beschwerdegegnerin erstattete mit Schreiben vom 12. April 2017 eine Stellungnahme, in der sie die zu
Ungunsten des Beschwerdefiihrers ausgefallene Gefahrdungsprognose aufrechterhielt.

Die Beschwerdegegnerin fuhrte - soweit relevant, hier wiedergegeben - aus, dass kriminalpolizeiliche Erhebungen den
dringenden Verdacht ergeben hatten, dass der Beschwerdefuhrer sexuelle Handlungen an seinen zum Tatzeitpunkt
unmundigen Kindern, Tochter (1978 geboren) und Sohn (1982 geboren), begangen bzw. auch andere dazu bestimmt
habe. Das Landesgericht fur Strafsachen Wien habe diese kriminalpolizeilichen Erhebungen gewlrdigt und den
Beschwerdefiihrer mit Urteil vom 9. Juli 2015, GZ *5 Hv *87/11f, zu einer Freiheitsstrafe von 3 Jahren wegen § 206 Abs.
1 StGB (Beischlaf mit Unmiindigen), § 207 Abs. 1 StGB (Unzucht mit Unmundigen), § 105 Abs. 1 StGB (Noétigung), § 211
Abs. 1 StGB (Blutschande) und § 212 Abs. 1 Z 1 StGB (Missbrauch eines Autoritatsverhaltnisses) verurteilt. Dieses Urteil
habe der Oberste Gerichtshof in einem weiteren Rechtsgang aufgrund von Verjahrung - sohin aus formalen Griinden
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ohne eine Entscheidung in der Sache selbst - von Amts wegen aufgehoben und den Beschwerdeflhrer freigesprochen.
Die Beschwerdegegnerin fuhrte in diesem Zusammenhang Folgendes aus: ,Bei Gesamtbetrachtung der
verfahrensrelevanten Geschehnisabldufe konnte im Ergebnis der Prognosebeurteilung aufgrund der
Persénlichkeitsstruktur des Beschwerdeflhrers, kein anderes Ergebnis erfolgen, als eine nicht nur abstrakt
festgestellte Wiederholungsgefahr oder Gefahr der Begehung anderer (ahnlicher) gefahrlicher Angriffe, die durch seine
kriminelle Energie nicht eindeutig widerlegbar erscheinen (subjektiv positive Gefahrdungsprognose).”

9. Die Datenschutzbehorde Ubermittelte dem Beschwerdefuhrer die Stellungnahme der Beschwerdegegnerin vom 12.
April 2017 samt der Kopie des Urteils des Landesgerichts fur Strafsachen Wien zum Verfahren *5 Hv *87/11f -192 ins
Parteiengehor. Der Beschwerdefiihrer gab dazu keine Stellungnahme ab.

B. Beschwerdegegenstand

Auf Grund des Vorbringens des Beschwerdeflhrers ergibt sich, dass Beschwerdegegenstand die Frage ist, ob die
Beschwerdegegnerin den Beschwerdefuhrer dadurch in seinem Recht auf Loschung verletzt hat, indem sie seinem
Antrag auf Loschung von personenbezogenen Daten aus der Erkennungsdienstlichen Evidenz nicht entsprochen hat.

C. Sachverhaltsfeststellungen
Ausgehend vom Beschwerdegegenstand wird der folgende Sachverhalt festgestellt:

Am 18. September 2008 wurde der Beschwerdefuhrer erkennungsdienstlich behandelt. Dem Beschwerdefihrer
wurden Fingerabdrticke und DNA-Proben abgenommen.

Das Landesgericht fur Strafsachen Wien verurteilte den Beschwerdefihrer mit Urteil vom 9. Juli 2015, GZ *5 Hv
*87/11f, zu einer Freiheitsstrafe von 3 Jahren wegen 8 206 Abs. 1 StGB (Beischlaf mit Unmundigen), 8 207 Abs. 1 StGB
(Unzucht mit Unmundigen), 8 105 Abs. 1 StGB (Notigung), 8 211 Abs. 1 StGB (Blutschande) und8 212 Abs. 1 Z 1 StGB
(Missbrauch eines Autoritatsverhaltnisses).

Dieses Urteil bekampfte der Beschwerdeflihrer mit Nichtigkeitsbeschwerde und Berufung beim Obersten Gerichtshof.

Mit Urteil vom 11. Oktober 2016, GZ *4 Os *32/16d-11, sprach der OGH den Beschwerdefiihrer von Amts wegen
gemal § 259 Z 3 StPO wegen Verjahrung frei.

Am 21. Oktober 2016 stellte der Beschwerdeflihrer an die Beschwerdegegnerin den Antrag, die ihm - im Zuge des
gegen ihn gefUhrten Strafverfahrens - abgenommenen Fingerabdriicke und DNA-Proben aus der Evidenzkartei zu
I6schen, da ihn der OGH zur GZ *4 Os *32/16d-11 rechtskraftig freigesprochen habe.

Mit Schreiben vom 26. Janner 2017 teilte die Beschwerdegegnerin dem Beschwerdefuhrer mit, dass seinem
Loschungsantrag gemal § 27 Abs. 4 DSG 2000 iVm § 76 Abs. 6 SPG nicht entsprochen werden kdnne, da die
gesetzlichen Voraussetzungen fur die Loschung nicht gegeben seien.

Beweiswurdigung: Diese Feststellungen beruhen auf dem Vorbringen des Beschwerdeflhrers und der
Beschwerdegegnerin.

D. In rechtlicher Hinsicht folgt daraus:
D.a) Rechtsgrundlagen:
§ 1 DSG 2000 (Verfassungsbestimmung; ,Grundrecht auf Datenschutz") idFBGBI. | Nr. 51/2012 lautet:

.8 1. (1) Jedermann hat, insbesondere auch im Hinblick auf die Achtung seines Privat- und Familienlebens, Anspruch
auf Geheimhaltung der ihn betreffenden personenbezogenen Daten, soweit ein schutzwuirdiges Interesse daran
besteht. Das Bestehen eines solchen Interesses ist ausgeschlossen, wenn Daten infolge ihrer allgemeinen
Verflgbarkeit oder wegen ihrer mangelnden Ruckfuhrbarkeit auf den Betroffenen einem Geheimhaltungsanspruch
nicht zuganglich sind.

(2) Soweit die Verwendung von personenbezogenen Daten nicht im lebenswichtigen Interesse des Betroffenen oder
mit seiner Zustimmung erfolgt, sind Beschrankungen des Anspruchs auf Geheimhaltung nur zur Wahrung
Uberwiegender berechtigter Interessen eines anderen zuldssig, und zwar bei Eingriffen einer staatlichen Behorde nur
auf Grund von Gesetzen, die aus den in Art. 8 Abs. 2 der Europaischen Konvention zum Schutze der Menschenrechte
und Grundfreiheiten (EMRK), BGBI. Nr. 210/1958, genannten Grinden notwendig sind. Derartige Gesetze durfen die
Verwendung von Daten, die ihrer Art nach besonders schutzwiirdig sind, nur zur Wahrung wichtiger &ffentlicher
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Interessen vorsehen und mussen gleichzeitig angemessene Garantien fur den Schutz der Geheimhaltungsinteressen
der Betroffenen festlegen. Auch im Falle zulassiger Beschrankungen darf der Eingriff in das Grundrecht jeweils nur in
der gelindesten, zum Ziel fihrenden Art vorgenommen werden.

(3) Jedermann hat, soweit ihn betreffende personenbezogene Daten zur automationsunterstltzten Verarbeitung oder
zur Verarbeitung in manuell, dh. ohne Automationsunterstiitzung gefihrten Dateien bestimmt sind, nach Mal3gabe

gesetzlicher Bestimmungen

1. das Recht auf Auskunft dartber, wer welche Daten Uber ihn verarbeitet, woher die Daten stammen, und wozu sie
verwendet werden, insbesondere auch, an wen sie Ubermittelt werden;

2. das Recht auf Richtigstellung unrichtiger Daten und das Recht auf Léschung unzuldssigerweise verarbeiteter Daten.
(4) Beschrankungen der Rechte nach Abs. 3 sind nur unter den in Abs. 2 genannten Voraussetzungen zulassig.

(Anm.: Abs. 5 aufgehoben durch BGBI. | Nr. 51/2012)"

§ 6 DSG 2000 (,Grundsatze”) idFBGBI. | Nr. 165/1999 lautet auszugsweise:

.8 6. (1) Daten dirfen nur

(...)

5. solange in personenbezogener Form aufbewahrt werden, als dies fur die Erreichung der Zwecke, fiir die sie ermittelt
wurden, erforderlich ist; eine langere Aufbewahrungsdauer kann sich aus besonderen gesetzlichen, insbesondere
archivrechtlichen Vorschriften ergeben.

(...)"
§ 27 DSG 2000 (,Recht auf Richtigstellung oder Léschung”) idFBGBI. | Nr. 83/2013 lautet:

.8 27. (1) Jeder Auftraggeber hat unrichtige oder entgegen den Bestimmungen dieses Bundesgesetzes verarbeitete
Daten richtigzustellen oder zu I6schen, und zwar

1. aus eigenem, sobald ihm die Unrichtigkeit von Daten oder die Unzulassigkeit ihrer Verarbeitung bekannt geworden
ist, oder

2. auf begriindeten Antrag des Betroffenen.

Der Pflicht zur Richtigstellung nach Z 1 unterliegen nur solche Daten, deren Richtigkeit fir den Zweck der
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Datenanwendung von Bedeutung ist. Die Unvollstandigkeit verwendeter Daten bewirkt nur dann einen
Berichtigungsanspruch, wenn sich aus der Unvollstandigkeit im Hinblick auf den Zweck der Datenanwendung die
Unrichtigkeit der Gesamtinformation ergibt. Sobald Daten fur den Zweck der Datenanwendung nicht mehr bendtigt
werden, gelten sie als unzulassig verarbeitete Daten und sind zu I6schen, es sei denn, dal3 ihre Archivierung rechtlich
zuldssig ist und dal3 der Zugang zu diesen Daten besonders geschitzt ist. Die Weiterverwendung von Daten flr einen
anderen Zweck ist nur zuldssig, wenn eine Ubermittlung der Daten fir diesen Zweck zuldssig ist; die Zuldssigkeit der
Weiterverwendung fur wissenschaftliche oder statistische Zwecke ergibt sich aus den 88 46 und 47.

(2) Der Beweis der Richtigkeit der Daten obliegt - sofern gesetzlich nicht ausdricklich anderes angeordnet ist - dem
Auftraggeber, soweit die Daten nicht ausschlieBlich auf Grund von Angaben des Betroffenen ermittelt wurden.

(3) Eine Richtigstellung oder Ldschung von Daten ist ausgeschlossen, soweit der Dokumentationszweck einer
Datenanwendung nachtragliche Anderungen nicht zul&Rt. Die erforderlichen Richtigstellungen sind diesfalls durch
entsprechende zusatzliche Anmerkungen zu bewirken.

(4) Innerhalb von acht Wochen nach Einlangen eines Antrags auf Richtigstellung oder Loschung ist dem Antrag zu
entsprechen und dem Betroffenen davon Mitteilung zu machen oder schriftlich zu begriinden, warum die verlangte
Loschung oder Richtigstellung nicht vorgenommen wird.

(5) In jenen Bereichen der Vollziehung, die mit der Wahrnehmung der in 8 26 Abs. 2 Z 1 bis 5 bezeichneten Aufgaben
betraut sind, ist, soweit dies zum Schutz jener offentlichen Interessen notwendig ist, die eine Geheimhaltung
erfordern, mit einem Richtigstellungs- oder Loschungsantrag folgendermallen zu verfahren: Die Richtigstellung oder
Loschung ist vorzunehmen, wenn das Begehren des Betroffenen nach Auffassung des Auftraggebers berechtigt ist. Die
gemall Abs. 4 erforderliche Mitteilung an den Betroffenen hat in allen Fallen dahingehend zu lauten, daR die
Uberprifung der Datenbestinde des Auftraggebers im Hinblick auf das Richtigstellungs- oder Léschungsbegehren
durchgefihrt wurde. Die Zulassigkeit dieser Vorgangsweise unterliegt der Kontrolle durch die Datenschutzbehérde
nach 8 30 Abs. 3 und dem besonderen Beschwerdeverfahren vor der Datenschutzbehérde nach § 31 Abs. 4.

(6) Wenn die Loschung oder Richtigstellung von Daten auf ausschlieBlich automationsunterstitzt lesbaren
Datentragern aus Grunden der Wirtschaftlichkeit nur zu bestimmten Zeitpunkten vorgenommen werden kann, sind bis
dahin die zu I6schenden Daten fur den Zugriff zu sperren und die zu berichtigenden Daten mit einer berichtigenden

Anmerkung zu versehen.

(7) Werden Daten verwendet, deren Richtigkeit der Betroffene bestreitet, und la3t sich weder ihre Richtigkeit noch ihre
Unrichtigkeit feststellen, so ist auf Verlangen des Betroffenen ein Vermerk Uber die Bestreitung beizuflgen. Der
Bestreitungsvermerk darf nur mit Zustimmung des Betroffenen oder auf Grund einer Entscheidung des zustandigen
Gerichtes oder der Datenschutzbehdérde geldscht werden.

(8) Wurden im Sinne des Abs. 1 richtiggestellte oder geldschte Daten vor der Richtigstellung oder Loschung Ubermittelt,
so hat der Auftraggeber die Empfanger dieser Daten hievon in geeigneter Weise zu verstandigen, sofern dies keinen
unverhaltnismaBigen Aufwand, insbesondere im Hinblick auf das Vorhandensein eines berechtigten Interesses an der
Verstandigung, bedeutet und die Empfanger noch feststellbar sind.

(9) Die Regelungen der Abs. 1 bis 8 gelten fur das gemaR Strafregistergesetz 1968 gefiihrte Strafregister sowie fur
offentliche Bucher und Register, die von Auftraggebern des 6ffentlichen Bereichs gefihrt werden, nur insoweit als fur



1. die Verpflichtung zur Richtigstellung und Léschung von Amts wegen oder

2. das Verfahren der Durchsetzung und die Zustandigkeit zur Entscheidung Uber Berichtigungs- und Loschungsantrage

von Betroffenen
durch Bundesgesetz nicht anderes bestimmt ist.”
8§ 64 SPG (,Begriffsbestimmungen”) in der am 18. September 2008 geltenden Fassung desBGBI. | Nr. 104/2002 lautet:

.8 64. (1) Erkennungsdienst ist das Ermitteln personenbezogener Daten durch erkennungsdienstliche MalRnahmen
sowie das weitere Verarbeiten und Ubermitteln dieser Daten.

(2) Erkennungsdienstliche MaBnahmen sind technische Verfahren zur Feststellung von Merkmalen eines Menschen,
die seine Wiedererkennung ermdoglichen, wie insbesondere die Abnahme von Papillarlinienabdricken, die Vornahme
von Mundhohlenabstrichen, die Herstellung von Abbildungen, die Feststellung auRRerlicher korperlicher Merkmale, die
Vornahme von Messungen oder die Erhebung von Stimm- oder Schriftproben.

(3) Erkennungsdienstliche Behandlung ist das Ermitteln personenbezogener Daten durch erkennungsdienstliche
Malinahmen, an dem der Betroffene mitzuwirken hat.

(4) Erkennungsdienstliche Daten sind personenbezogene Daten, die durch erkennungsdienstliche MaBnahmen

ermittelt worden sind.

(5) Personsfeststellung ist eine abgesicherte und plausible Zuordnung erkennungsdienstlicher Daten zu Namen,
Geschlecht, Geburtsdatum, Geburtsort und Namen der Eltern eines Menschen.

(6) Soweit die Zulassigkeit einer Malinahme nach diesem Hauptstiick vom Verdacht abhangt, der Betroffene habe
einen gefahrlichen Angriff begangen, bleibt diese Voraussetzung auch nach einer rechtskraftigen Verurteilung wegen
der entsprechenden gerichtlich strafbaren Handlung (8 16 Abs. 2) bestehen.”

8 65 SPG (,Erkennungsdienstliche Behandlung”) in der am 18. September 2008 geltenden Fassung desBGBI. | Nr.
114/2007 lautet:

.8 65. (1) Die Sicherheitsbehdrden sind ermachtigt, einen Menschen, der im Verdacht steht, eine mit Strafe bedrohte
Handlung begangen zu haben, erkennungsdienstlich zu behandeln, wenn er im Rahmen einer kriminellen Verbindung
tatig wurde oder dies wegen der Art oder Ausfihrung der Tat oder der Personlichkeit des Betroffenen zur Vorbeugung
weiterer gefdhrlicher Angriffe erforderlich scheint.

(2) Die Sicherheitsbehérden sind ermachtigt, im Zusammenhang mit der Klarung der Umstande eines bestimmten
gefahrlichen Angriffes Menschen erkennungsdienstlich zu behandeln, wenn diese nicht im Verdacht stehen, den
gefahrlichen Angriff begangen zu haben, aber Gelegenheit hatten, Spuren zu hinterlassen, soweit dies zur Auswertung
vorhandener Spuren notwendig ist.

(3) Die Sicherheitsbehérden sind ermachtigt, Menschen erkennungsdienstlich zu behandeln, deren Identitat gemalid
8 35 Abs. 1 Z 3 festgestellt werden muf3 und die tber ihre Identitat keine ausreichenden Aussagen machen wollen oder
kénnen, sofern eine Anknuipfung an andere Umstande nicht maéglich ist oder unverhaltnismaRig ware.

(4) Wer erkennungsdienstlich zu behandeln ist, hat an den dafur erforderlichen Handlungen mitzuwirken.

(5) Die Sicherheitsbehdrden haben jeden, den sie erkennungsdienstlich behandeln, schriftlich darGber in Kenntnis zu
setzen, wie lange erkennungsdienstliche Daten aufbewahrt werden und welche Méglichkeiten vorzeitiger Léschung
(88 73 und 74) bestehen. In den Fallen des § 75 Abs. 1 letzter Satz ist der Betroffene Uber die Verarbeitung seiner Daten

in einer den Umstanden entsprechenden Weise in Kenntnis zu setzen.

(6) Die Sicherheitsbehdrden sind ermachtigt, Namen, Geschlecht, frihere Namen, Geburtsdatum, Geburtsort,
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Staatsangehdrigkeit, Namen der Eltern, Ausstellungsbehdrde, Ausstellungsdatum und Nummer mitgefihrter
Dokumente, allfallige Hinweise Uber die Gefahrlichkeit beim Einschreiten einschliel3lich sensibler Daten, soweit deren
Verwendung zur Wahrung lebenswichtiger Interessen anderer notwendig ist und Aliasdaten eines Menschen
(erkennungsdienstliche Identitdtsdaten), den sie erkennungsdienstlich behandelt haben, zu ermitteln und zusammen
mit den erkennungsdienstlichen Daten und mit dem fur die Ermittlung maRgeblichen Grund zu verarbeiten. In den
Fallen des Abs. 1 sind die Sicherheitsbehérden ermachtigt, eine Personsfeststellung vorzunehmen.”

8 67 SPG (,DNA-Untersuchungen”) in der am 18. September 2008 geltenden FassungBGBI. | Nr. 104/2002 lautet:

.8 67.(1) Die DNA eines Menschen darf im Rahmen seiner erkennungsdienstlichen Behandlung ermittelt werden, wenn
der Betroffene in Verdacht steht, einen gefdhrlichen Angriff begangen zu haben, und wenn in Hinblick auf diese Tat
oder die Personlichkeit des Betroffenen erwartet werden kann, dieser werde bei Begehung weiterer gefdhrlicher
Angriffe Spuren hinterlassen, die seine Wiedererkennung auf Grund der ermittelten genetischen Information
ermoglichen wirden. Eine erkennungsdienstliche Behandlung nach § 65 Abs. 2 darf auch in Bezug auf die DNA von
Menschen erfolgen, soweit dies zur Auswertung vorhandener DNA-Spuren erforderlich ist.

(1a) Eine erkennungsdienstliche Malinahme in Bezug auf Abgangige (8 65a) und an Leichen (§8 66) darf auch die
Ermittlung der DNA umfassen.

(2) Genetische Information, die durch erkennungsdienstliche MaRBnahmen ermittelt wurde, darf ausschlieBlich flr
Zwecke des Erkennungsdienstes ausgewertet werden. Die molekulargenetische Untersuchung hat durch einen
Dienstleister zu erfolgen, dem =zwar das gesamte Untersuchungsmaterial auszufolgen, nicht aber
erkennungsdienstliche Identitatsdaten des Betroffenen zu Gbermitteln sind.

(3) Die Sicherheitsbehérden haben vertraglich daflir vorzusorgen, daR der Dienstleister nur jene Bereiche in der DNA
untersucht, die der Wiedererkennung dienen, sowie dafiir, dalB er das Untersuchungsmaterial vernichtet, wenn die
Sicherheitsbehdérde zur Loschung der erkennungsdienstlichen Daten verpflichtet ist.”

§ 74 SPG (Loschen erkennungsdienstlicher Daten auf Antrag des Betroffenen) idFBGBI. | Nr. 55/2013 lautet:
.8 74. (Anm.: Abs. 1 und 2 aufgehoben durch VfGH,BGBI. | Nr. 55/2013)

(3) Erkennungsdienstliche Daten, die gemal § 68 Abs. 1, 3 oder 4 ermittelt wurden, sind auf Antrag des Betroffenen zu
I6schen; Abbildungen kdnnen dem Betroffenen ausgefolgt werden.”

D.b) Rechtliche Erwagungen:
Ermittlung der erkennungsdienstlichen Daten des Beschwerdefihrers:

Bei dem gegen den BeschwerdefUhrer gefiuhrten Strafverfahren *5 Hv *87/11f handelte es sich um ein Verfahren
wegen sexuellen Missbrauchs. Im Zuge der Ermittlungen zu diesem Verfahren war der Beschwerdeflhrer am 18.
September 2008 erkennungsdienstlich behandelt worden, wobei ihm Fingerabdricke und DNA-Proben abgenommen
worden waren. Der Beschwerdeflihrer bestreitet nicht, dass die gesetzlichen Voraussetzungen flir eine
erkennungsdienstliche Behandlung zum Zeitpunkt der Vornahme vorlagen. Auch die Datenschutzbehdrde hegt
diesbeziiglich keine Zweifel.

Das heil3t, dass die Abnahme von Papillarlinienabdriicken am 18. September 2008 gemafR § 64 Abs. 2 iVm
§ 65 Abs. 1 SPG zulassig war. Ebenso zuldssig war zu diesem Zeitpunkt die Abnahme von DNA-Proben, da der
Beschwerdefiihrer gemal §8 67 Abs. 1 SPG im Verdacht stand, einen gefahrlichen Angriff begangen zu haben und im
Hinblick auf diese Tat oder die Persénlichkeit des Betroffenen erwartet werden konnte, dieser werde bei Begehung
weiterer gefahrlicher Angriffe Spuren hinterlassen, die seine Wiedererkennung auf Grund der ermittelten genetischen
Information ermdglichen wirden.

Léschung von erkennungsdienstlichen Daten nach der allgemeinen Léschungsnorm des § 27 DSG 2000:

Mit Antrag vom 21. Oktober 2016 begehrte der Beschwerdefiihrer die Loschung der ihm - im Zuge der gegen ihn
gefiihrten Strafsache *5 Hv *87/11f - abgenommenen Fingerabdriicke und DNA-Proben aus der Evidenzkartei. Mit
Mitteilung vom 26. Janner 2017 lehnte die Beschwerdegegnerin diesen Antrag mit der Begriindung ab, dass die flr die
Loschung gesetzlichen Voraussetzungen nicht erfillt seien.

Die Loschung erkennungsdienstlicher Daten auf Antrag des Betroffenen war in§ 74 SPG geregelt. Der
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Verfassungsgerichtshof hob mit seinem Erkenntnis G76/12 vom 12. Mdrz 2013 den Abs. 1 und Abs. 2 des§ 74 SPG in
der Stammfassung BGBI Nr 566/1991 als verfassungswidrig auf und begrindete seine Entscheidung im Wesentlichen
damit, dass es sich bei der Bestimmung des § 74 Abs. 1 und Abs. 2 SPG um eine abschlielende Regelung handeln
wurde, die den allgemeinen datenschutzrechtlichen Léschungsanspruch nach § 27 DSG 2000 ausschliel3en wurde.

In weiterer Folge entschloss sich der Gesetzgeber gegen eine Neuregelung der Léschung erkennungsdienstlicher Daten
auf Antrag des Betroffenen im SPG; stattdessen sollte die allgemeine Ldschungsbestimmung des 8 27 DSG 2000 zur
Anwendung gelangen. Im Bericht des Ausschusses fur innere Angelegenheiten zur Regierungsvorlage betreffend die
SPG-Novelle 2014 heil3t es wortlich:” Von einer Neuregelung im SPG wird deshalb Abstand genommen, weil aufgrund
der Aufhebung des 8§ 74 Abs. 1 und Abs. 2 SPG durch das Erkenntnis des VfGH, G 76/12, vom 12. Marz 2013 BGBI. | Nr.
55/2013) auf erkennungsdienstlich ermittelte Daten, die auf Grundlage des SPG erhoben wurden, auch die allgemeine
Loéschungsregelung gemal § 27 DSG 2000 anzuwenden ist, die jedem Normunterworfenen jederzeit die Stellung eines
Antrags auf Loschung seiner erkennungsdienstlich ermittelten Daten ohne weitere Einschrankung ermdglicht. Im Sinne
einer Einzelfallprifung ist in der Folge unter angemessener Abwagung und Gewichtung des Interesses des Betroffenen
an der Geheimhaltung bzw. Léschung seiner personenbezogenen Daten und dem Interesse des Staates am
Fortbestehen des Eingriffs durch Fortsetzung der Speicherung zu beurteilen, ob die Daten auch weiterhin
zulassigerweise verarbeitet (iSv gespeichert) werden duarfen oder zu I6schen sind. Eine besondere Regelung im SPG
wurde daher keinen Mehrwert an Rechtsschutz bieten, weil mit der Normierung von naheren Kriterien eine
Einschrénkung der allgemeinen Loschungsregelung des § 27 DSG 2000 verbunden ware.”

Im vorliegenden Fall ist also § 27 DSG 2000 (,Recht auf Richtigstellung und Léschung”) anzuwenden. § 27 Abs. 1 vierter
Satz DSG 2000 lautet: ,Sobald Daten fir den Zweck der Datenanwendung nicht mehr bendtigt werden, gelten sie als
unzuldssig verarbeitete Daten und sind zu I6schen, es sei denn, dal ihre Archivierung rechtlich zuldssig ist und daf3 der
Zugang zu diesen Daten besonders geschitzt ist.”

Des Weiteren ist auf den allgemeinen Grundsatz gemafl3 § 6 Abs. 1 Z 5 DSG 2000 Uber die zuldssige Speicherdauer
hinzuweisen, wonach Daten ,solange in personenbezogener Form aufbewahrt werden (durfen), als dies fur die
Erreichung der Zwecke, fur die sie ermittelt wurden, erforderlich ist, eine ldngere Aufbewahrungsdauer kann sich aus
besonderen gesetzlichen, insbesondere archivrechtlichen Vorschriften ergeben.”

In diesem Zusammenhang ist auf die Judikatur der friiheren Datenschutzkommission zu verweisen, wonach es im
Sinne des § 6 Abs. 1 Z 5 DSG 2000 einer ,besonderen gesetzlichen Vorschrift” Gber die Aufbewahrungsdauer jedoch
nicht bedarf, da schon ,die Erreichung der Zwecke, fur die (die Daten) ermittelt wurden” eine Aufbewahrung der
Verfahrensdokumentation (ber die Verfahrensdauer hinaus erfordert (vgl. dazu etwa den Bescheid der
Datenschutzkommission vom 21. Janner 2009, K121.390/0001-DSK/2009.) Auch das Bundesverwaltungsgericht
bestatigte diese Judikatur, indem es ausfihrte, dass ,die Dokumentation Uber staatliches Handeln in Aktenform
mindestens so lange vorhanden sein muss, als die unterschiedlichen, zur Prifung der RechtmaRigkeit auRerhalb von
Rechtsmittel- und fristgebundenen Beschwerdeverfahren berufenen Institutionen ihre Prifungskompetenz austben
durfen” (vgl. dazu das Erkenntnis des Bundesverwaltungsgerichtes vom 11. Juli 2017, W214 2133137-1, wonach die
Aufbewahrung personenbezogener Daten Abgangiger im Rahmen von Fahndungen gemal &8 24 Abs. 1 Z 2 SPG (wenn
also zu beflrchten ist, dass ein Abgangiger Selbstmord begehen wiirde oder er Opfer einer Gewalttat oder eines
Unfalles geworden sei) auch nach der Ausmachung deren Aufenthaltsorts rechtmaRig sein kann). Nach der ebenfalls
zu 8 6 Abs. 1 Z 5 DSG 2000 ergangenen Judikatur der friheren Datenschutzkommission, kénnen Daten auch nach
Abschluss eines Verfahrens aufbewahrt werden, um eine Nachvollziehbarkeit behérdlichen Handelns zu gewahrleisten
(vgl. dazu etwa den Bescheid der Datenschutzkommission vom 6. September 2013, K121.979/0014-DSK/2013).

Das Strafverfahren des Beschwerdeflihrers war im Zeitpunkt der Entscheidung der Beschwerdegegnerin erst seit
dreieinhalb Monaten abgeschlossen. Der zitierten Judikatur folgend erweist sich die Entscheidung der
Beschwerdegegnerin als rechtmaRig, weshalb die Beschwerde spruchgemal abzuweisen war.

AbschlieBend sei ausdricklich hervorgehoben, dass seitens des Beschwerdefuhrers kein (Eventual)Vorbringen
betreffend einer (erganzenden) Richtigstellung seiner erkennungsdienstlichen Daten (etwa ,Vormerkung des OGH-
Erkenntnisses *4 Os *32/16d-11 betreffend Freispruchs wegen§ 259 Z 3 StPO") erstattet wurde, sodass eine
diesbezlgliche Prifung im Rahmen des Beschwerdeverfahrens nicht erfolgte.
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