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10 VERFASSUNGSRECHT
10/10 Grundrechte, Datenschutz, Auskunftspflicht
Norm

B-VG Art140 Abs1 / Prajudizialitat
DSG 2000 §1 Abs3, §27

StPO 8§74 Abs1, 875 Abs3
Leitsatz

Keine Verfassungswidrigkeit der in der StPO angeordneten Speicherfrist von 60 Jahren fur strafrechtsrelevante Daten;
verfassungskonforme Interpretation der Regelung im Sinne einer Maximalfrist moglich
Spruch

875 Abs3 der Strafprozessordnung 1975 (StPO), BGBI. Nr. 631 idFBGBI. | Nr. 19/2004 wird nicht als
verfassungswidrig aufgehoben.

Begriindung
Entscheidungsgrinde:
I. Anlassverfahren

1. Beim Verfassungsgerichtshof ist zur ZahlB226/11 eine auf Art144 B-VG gestltzte Beschwerde gegen einen
Bescheid der Datenschutzkommission (DSK) anhangig, der zusammengefasst folgender Sachverhalt zugrunde liegt:

2. Der Beschwerdefuhrer des Anlassverfahrens wurde mit Urteil des Landesgerichtes St. Plten von dem gegen
ihn nach Durchfihrung sicherheitsbehdérdlicher Ermittlungen wegen Vergehens der pornographischen Darstellung
Minderjahriger nach §207a StGB von der Staatsanwaltschaft St. Polten erhobenen Strafantrag gemal38259 Z3 StPO
rechtskraftig freigesprochen. In der Folge begehrte der Beschwerdeflhrer bei der Sicherheitsdirektion
Niederésterreich (SID NO) die Loschung samtlicher zu seiner Person "im Zusammenhang mit den
sicherheitsbehérdlichen Ermittlungen" verarbeiteten Daten. Nachdem ihm die SID NO mitgeteilt hatte, dass die
Weiterspeicherung der im elektronischen Aktenprotokollierungssystem PAD (Protokollier-, Anzeigen- und Datenmodul)
enthaltenen Daten wegen der Moglichkeit der Wiederer6ffnung des Verfahrens sowie zur Dokumentation staatlichen
Handelns erforderlich sei, brachte der Beschwerdeflihrer des Anlassverfahrens bei der Datenschutzkommission (DSK)
Beschwerde ein. Diese wurde mit Bescheid vom 17. Dezember 2010 abgewiesen, weil iSd einschlagigen Vorschriften
des Datenschutzgesetzes 2000 (DSG 2000) vom Vorliegen 6ffentlicher Interessen an der Fortdauer der Speicherung
auszugehen und auch keine der in §75 Abs2 und 3 StPO festgelegten Speicherfristen abgelaufen sei.

Il. Rechtslage


file:///
https://www.ris.bka.gv.at/eli/bgbl/I/2004/19
https://www.ris.bka.gv.at/Ergebnis.wxe?Abfrage=Vfgh&GZ=B226/11&SkipToDocumentPage=True&SucheNachRechtssatz=False&SucheNachText=True
https://www.jusline.at/gesetz/stgb/paragraf/207a
https://www.jusline.at/gesetz/stpo/paragraf/259

1. Die maBgeblichen Vorschriften des Datenschutzgesetzes 2000,BGBI. | 165/1999 idF BGBI. | 135/2009 (DSG
2000), lauten auszugsweise:

"Artikel 1
(Verfassungsbestimmung)
Grundrecht auf Datenschutz

81. (1) Jedermann hat, insbesondere auch im Hinblick auf die Achtung seines Privat- und Familienlebens,
Anspruch auf Geheimhaltung der ihn betreffenden personenbezogenen Daten, soweit ein schutzwirdiges Interesse
daran besteht. Das Bestehen eines solchen Interesses ist ausgeschlossen, wenn Daten infolge ihrer allgemeinen
Verflgbarkeit oder wegen ihrer mangelnden Ruckflhrbarkeit auf den Betroffenen einem Geheimhaltungsanspruch
nicht zuganglich sind.

(2) Soweit die Verwendung von personenbezogenen Daten nicht im lebenswichtigen Interesse des Betroffenen
oder mit seiner Zustimmung erfolgt, sind Beschrankungen des Anspruchs auf Geheimhaltung nur zur Wahrung
Uberwiegender berechtigter Interessen eines anderen zuldssig, und zwar bei Eingriffen einer staatlichen Behoérde nur
auf Grund von Gesetzen, die aus den in Art8 Abs2 der Europaischen Konvention zum Schutze der Menschenrechte und
Grundfreiheiten (EMRK), BGBI. Nr. 210/1958, genannten Grinden notwendig sind. Derartige Gesetze durfen die
Verwendung von Daten, die ihrer Art nach besonders schutzwirdig sind, nur zur Wahrung wichtiger offentlicher
Interessen vorsehen und mussen gleichzeitig angemessene Garantien fur den Schutz der Geheimhaltungsinteressen
der Betroffenen festlegen. Auch im Falle zulassiger Beschrankungen darf der Eingriff in das Grundrecht jeweils nur in

der gelindesten, zum Ziel fihrenden Art vorgenommen werden.

(3) Jedermann hat, soweit ihn betreffende personenbezogene Daten zur automationsunterstitzten
Verarbeitung oder zur Verarbeitung in manuell, dh. ohne Automationsunterstitzung gefiihrten Dateien bestimmt sind,

nach MalRgabe gesetzlicher Bestimmungen

1.[.]

2. das Recht auf Richtigstellung unrichtiger Daten und das Recht auf Loschung unzuldssigerweise verarbeiteter

Daten.
(4) Beschrankungen der Rechte nach Abs3 sind nur
unter den in Abs2 genannten Voraussetzungen zulassig.
G L]
"Artikel 2
1. Abschnitt
Allgemeines
Definitionen
84.Im Sinne der folgenden Bestimmungen dieses Bundesgesetzes bedeuten die Begriffe:

1. 'Daten’ (‘personenbezogene Daten'): Angaben Uber Betroffene (Z3), deren Identitat bestimmt oder
bestimmbar ist; 'nur indirekt personenbezogen' sind Daten flr einen Auftraggeber (Z4), Dienstleister (Z5) oder
Empfanger einer Ubermittlung (Z12) dann, wenn der Personenbezug der Daten derart ist, daR dieser Auftraggeber,
Dienstleister oder Ubermittlungsempfanger die Identitit des Betroffenen mit rechtlich zuldssigen Mitteln nicht

bestimmen kann;

2. 'sensible Daten' ('besonders schutzwiirdige Daten'): Daten naturlicher Personen Uber ihre rassische und
ethnische Herkunft, politische Meinung, Gewerkschaftszugehérigkeit, religiése oder philosophische Uberzeugung,
Gesundheit oder ihr Sexualleben;

3. 'Betroffener': jede vom Auftraggeber (Z4) verschiedene natlrliche oder juristische Person oder
Personengemeinschaft, deren Daten verwendet (Z8) werden;

4. Auftraggeber: naturliche oder juristische
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Personen, Personengemeinschaften oder Organe einer Gebietskdrperschaft beziehungsweise die Geschaftsapparate
solcher Organe, wenn sie allein oder gemeinsam mit anderen die Entscheidung getroffen haben, Daten zu verwenden
(Z8), unabhangig davon, ob sie die Daten selbst verwenden (Z8) oder damit einen Dienstleister (Z5) beauftragen. Sie
gelten auch dann als Auftraggeber, wenn der mit der Herstellung eines Werkes beauftragte Dienstleister (Z5) die
Entscheidung trifft, zu diesem Zweck Daten zu verwenden (Z8), es sei denn dies wurde ihm ausdricklich untersagt
oder der Beauftragte hat auf Grund von Rechtsvorschriften oder Verhaltensregeln Uber die Verwendung

eigenverantwortlich zu entscheiden;
5. Dienstleister: naturliche oder juristische

Personen, Personengemeinschaften oder Organe einer Gebietskorperschaft beziehungsweise die Geschaftsapparate

solcher Organe, wenn sie Daten nur zur Herstellung eines ihnen aufgetragenen Werkes verwenden (Z8);
6. 'Datei': strukturierte Sammlung von Daten, die
nach mindestens einem Suchkriterium zuganglich sind;

7. 'Datenanwendung': die Summe der in ihrem Ablauf logisch verbundenen Verwendungsschritte (Z8), die zur
Erreichung eines inhaltlich bestimmten Ergebnisses (des Zweckes der Datenanwendung) geordnet sind und zur Ganze
oder auch nur teilweise automationsunterstitzt, also maschinell und programmgesteuert, erfolgen

(automationsunterstutzte Datenanwendung);

8. Verwenden von Daten: jede Art der Handhabung von Daten, also sowohl das Verarbeiten (Z9) als auch das
Ubermitteln (Z12) von Daten;

9. Verarbeiten von Daten: das Ermitteln, Erfassen, Speichern, Aufbewahren, Ordnen, Vergleichen, Verandern,
Verkniipfen, Vervielfiltigen, Abfragen, Ausgeben, Benlitzen, Uberlassen (Z11), Sperren, Léschen, Vernichten oder jede

andere Art der Handhabung von Daten mit Ausnahme des Ubermittelns (Z12) von Daten;
10.-15.[..]"
"86. (1) Daten durfen nur
1. nach Treu und Glauben und auf rechtmallige Weise verwendet werden;

2. fur festgelegte, eindeutige und rechtmaRige Zwecke ermittelt und nicht in einer mit diesen Zwecken
unvereinbaren Weise weiterverwendet werden; die Weiterverwendung fir wissenschaftliche oder statistische Zwecke
ist nach Mal3gabe der §846 und 47 zulassig;

3. soweit sie fur den Zweck der Datenanwendung wesentlich sind, verwendet werden und Uber diesen Zweck
nicht hinausgehen;

4. so verwendet werden, daB3 sie im Hinblick auf den Verwendungszweck im Ergebnis sachlich richtig und,
wenn nétig, auf den neuesten Stand gebracht sind;

5. solange in personenbezogener Form aufbewahrt

werden, als dies fur die Erreichung der Zwecke, fur die sie ermittelt wurden, erforderlich ist; eine langere
Aufbewahrungsdauer kann sich aus besonderen gesetzlichen, insbesondere archivrechtlichen Vorschriften ergeben.

@2)-A@L.1
"Recht auf Richtigstellung oder Loschung
827. (1) Jeder Auftraggeber hat unrichtige oder
entgegen den Bestimmungen dieses Bundesgesetzes verarbeitete Daten richtigzustellen oder zu I6schen, und zwar
1. aus eigenem, sobald ihm die Unrichtigkeit von
Daten oder die Unzulassigkeit ihrer Verarbeitung bekannt geworden ist, oder
2. auf begriindeten Antrag des Betroffenen.

Der Pflicht zur Richtigstellung nach Z1 unterliegen nur solche Daten, deren Richtigkeit fiir den Zweck der
Datenanwendung von Bedeutung ist. Die Unvollstandigkeit verwendeter Daten bewirkt nur dann einen



Berichtigungsanspruch, wenn sich aus der Unvollstandigkeit im Hinblick auf den Zweck der Datenanwendung die
Unrichtigkeit der Gesamtinformation ergibt. Sobald Daten fur den Zweck der Datenanwendung nicht mehr bendétigt
werden, gelten sie als unzuldssig verarbeitete Daten und sind zu I6schen, es sei denn, dal3 ihre Archivierung rechtlich
zuldssig ist und dal3 der Zugang zu diesen Daten besonders geschitzt ist. Die Weiterverwendung von Daten flr einen
anderen Zweck ist nur zuldssig, wenn eine Ubermittlung der Daten fiir diesen Zweck zul3ssig ist; die Zulassigkeit der
Weiterverwendung fir wissenschaftliche oder statistische Zwecke ergibt sich aus den §846 und 47.

(2) Der Beweis der Richtigkeit der Daten obliegt - sofern gesetzlich nicht ausdricklich anderes angeordnet ist -
dem Auftraggeber, soweit die Daten nicht ausschlieBlich auf Grund von Angaben des Betroffenen ermittelt wurden.

(3) Eine Richtigstellung oder Loschung von Daten ist ausgeschlossen, soweit der Dokumentationszweck einer
Datenanwendung nachtragliche Anderungen nicht zuliRt. Die erforderlichen Richtigstellungen sind diesfalls durch
entsprechende zusatzliche Anmerkungen zu bewirken.

(4) Innerhalb von acht Wochen nach Einlangen eines Antrags auf Richtigstellung oder Léschung ist dem Antrag
zu entsprechen und dem Betroffenen davon Mitteilung zu machen oder schriftlich zu begriinden, warum die verlangte
Léschung oder Richtigstellung nicht vorgenommen wird.

(5) In jenen Bereichen der Vollziehung, die mit der Wahrnehmung der in 826 Abs2 Z1 bis 5 bezeichneten
Aufgaben betraut sind, ist, soweit dies zum Schutz jener 6ffentlichen Interessen notwendig ist, die eine Geheimhaltung
erfordern, mit einem Richtigstellungs- oder Léschungsantrag folgendermalen zu verfahren: Die Richtigstellung oder
Léschung ist vorzunehmen, wenn das Begehren des Betroffenen nach Auffassung des Auftraggebers berechtigt ist. Die
gemal Abs4 erforderliche Mitteilung an den Betroffenen hat in allen Fallen dahingehend zu lauten, daR die
Uberprifung der Datenbestande des Auftraggebers im Hinblick auf das Richtigstellungs- oder Léschungsbegehren
durchgefiihrt wurde. Die Zulassigkeit dieser Vorgangsweise unterliegt der Kontrolle durch die Datenschutzkommission
nach 830 Abs3 und dem besonderen Beschwerdeverfahren vor der Datenschutzkommission nach 831 Abs4.

(6) Wenn die Léschung oder Richtigstellung von Daten auf ausschlieRlich automationsunterstitzt lesbaren
Datentragern aus Grinden der Wirtschaftlichkeit nur zu bestimmten Zeitpunkten vorgenommen werden kann, sind bis
dahin die zu l16schenden Daten fUr den Zugriff zu sperren und die zu berichtigenden Daten mit einer berichtigenden
Anmerkung zu versehen.

7-O L1
2. Die relevanten Bestimmungen des 1. Teils

("Allgemeine Grundsatze des Verfahrens") der Strafprozessordnung 1975,BGBI. 631/1975 idF BGBI. | 52/2009 (StPO),
haben folgenden Wortlaut (die in Prifung gezogene Bestimmung ist hervorgehoben):

"5. Hauptstuck

Gemeinsame Bestimmungen

1. Abschnitt

Einsatz der Informationstechnik
Verwenden von Daten

§874. (1) Soweit zum Verwenden von Daten im Einzelnen nichts anderes bestimmt wird, finden die
Bestimmungen des Datenschutzgesetzes 2000, BGBI. | Nr. 165/1999, Anwendung.

(2) Kriminalpolizei, Staatsanwaltschaft und Gericht haben beim Verwenden (Verarbeiten und Ubermitteln)
personenbezogener Daten den Grundsatz der Gesetz- und VerhaltnismaRigkeit (85) zu beachten. Jedenfalls haben sie
schutzwrdige Interessen der Betroffenen an der Geheimhaltung zu wahren und vertraulicher Behandlung der Daten
Vorrang einzurdumen. Beim Verwenden sensibler und strafrechtlich relevanter Daten haben sie angemessene
Vorkehrungen zur Wahrung der Geheimhaltungsinteressen der Betroffenen zu treffen.

Berichtigen, L6schen und Sperren von Daten

8§75. (1) Unrichtige oder entgegen den Bestimmungen dieses Gesetzes ermittelte Daten sind unverziglich
richtig zu stellen oder zu I6schen.
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(2) Im Ubrigen ist ein Zugriff auf Namensverzeichnisse zu unterbinden, und zwar

1. im Fall einer Verurteilung langstens nach Ablauf von zehn Jahren ab dem Zeitpunkt, ab dem die Strafe
vollzogen wurde, wenn jedoch eine Strafe nicht ausgesprochen oder bedingt nachgesehen wurde, ab der Verurteilung,

2.im Fall eines Freispruchs, einer Einstellung des Verfahrens oder eines (endgtiltigen) Rucktritts von Verfolgung
langstens nach Ablauf von zehn Jahren ab der Entscheidung.

(3) Nach sechzig Jahren ab den in Abs2 angeflihrten Zeitpunkten sind alle Daten im direkten Zugriff zu I6schen.

(4) Personenbezogene Daten, die ausschlielich auf Grund einer Identitatsfeststellung (8118), einer
korperlichen Untersuchung (8123) oder einer molekulargenetischen Analyse (§124) gewonnen wurden, durfen nur
solange verwendet werden, als wegen der Art der Ausfuhrung der Tat, der Personlichkeit der betroffenen Person oder
auf Grund anderer Umstande zu beflirchten ist, dass diese Person eine strafbare Handlung mit nicht bloR3 leichten
Folgen begehen werde. Wird der Angeklagte rechtskraftig freigesprochen oder das Ermittlungsverfahren ohne
Vorbehalt spaterer Verfolgung eingestellt, so sind diese Daten zu I6schen. Die 8873 und 74 SPG bleiben hievon
unberuhrt.

(B) L..I]"
Il. Prufungsbeschluss und Vorverfahren

1. Bei Behandlung der unter I. angefiihrten Beschwerde sind beim Verfassungsgerichtshof Bedenken ob der
VerfassungsmaRBigkeit des 875 Abs3 StPO, BGBI. 631/1975 idF BGBI. | 19/2004, entstanden. Der Verfassungsgerichtshof
hat daher mit Beschluss vom 14. Dezember 2011 gemal3 Art140 B-VG von Amts wegen ein Gesetzesprifungsverfahren

eingeleitet.

1.1. Die Erwagungen, die den Verfassungsgerichtshof zur Einleitung des Gesetzesprifungsverfahrens
veranlasst haben, wurden im Prifungsbeschluss folgendermal3en dargelegt:

"4.1. Beschrankungen des gemalR 81 Abs3 Z2 DSG 2000 nach Maligabe gesetzlicher Bestimmungen
garantierten Grundrechts auf Loschung unzuldssigerweise verarbeiteter Daten sind lediglich unter den in 81 Abs2 DSG
2000 genannten Voraussetzungen zulassig. Diese Vorschrift erlaubt (abgesehen von hier nicht in Betracht kommenden
Ausnahmefallen) Eingriffe in das in Rede stehende Grundrecht durch staatliche Behdrden nur auf Grund von Gesetzen,

die aus den in Art8 Abs2 EMRK genannten Grinden notwendig sind.

4.2. Art8 Abs2 EMRK gestattet Beschrankungen des in Abs1 verburgten Grundrechts nur, wenn diese eine
MalRnahme darstellen, die in einer demokratischen Gesellschaft flir die nationale Sicherheit, die 6ffentliche Ruhe und
Ordnung, das wirtschaftliche Wohl des Landes, die Verteidigung der Ordnung und zur Verhinderung von strafbaren
Handlungen, zum Schutz der Gesundheit und der Moral oder zum Schutz der Rechte und Freiheiten anderer

erforderlich ist.

4.3. Auch im Fall nach Art8 Abs2 EMRK zulassiger Beschrankungen darf gemal3 dem letzten Satz des §1 Abs2
DSG 2000 der Eingriff in das Grundrecht jeweils nur in der gelindesten, zum Ziel fihrenden Art vorgenommen werden.
Der jeweilige Gesetzgeber muss daher eine diesen Anforderungen gentgende materienspezifische Regelung

vorsehen.

4.4.Im hier gegebenen Zusammenhang ist der Gesetzgeber mithin verhalten, die Zuldssigkeit der Verwendung
strafrechtsrelevanter Daten nach Beendigung des Bezug habenden Verfahrens gemaf3 81 DSG iVm Art8 Abs2 EMRK auf
das erforderliche, geeignete und verhaltnismaRige Mal zu beschranken (vgl. VfSlg. 18.975/2009 mwN). Er hat daher
ein solches Ausmal’ der Verwendungsdauer zu wahlen, das eine angemessene Abwagung der 6ffentlichen Interessen
an der Weiterspeicherung der Daten und jener des Betroffenen an deren Loschung ermdglicht; diesen Kriterien wird
im Fall der Anordnung einer 'starren’ Frist nur dann entsprochen, wenn diese fur sich genommen sachlich ist.

5. Nun ist der Verfassungsgerichtshof zwar der Ansicht, dass die Regelung des 875 Abs2 (Z1 und 2) StPO, in der
die Frist fur den Zugriff auf (richtige und rechtmaRig ermittelte) Daten in Namensverzeichnissen im Fall eines
Schuldspruchs ebenso wie im Fall eines Freispruchs, einer Einstellung oder eines sonstigen (endgultigen) AulRer-
Verfolgung-Stellens des Beschuldigten mit unterschiedlichen, von der Art der Verfahrensbeendigung abhangenden
(und bei einem Strafausspruch erst mit dem Vollzug der Strafe einsetzenden) Beginnzeiten mit 'langstens' zehn Jahren
festgelegt wird, mit dem Grundrecht auf Datenschutz in Einklang steht: Erlaubt es diese Vorschrift doch, dem (u.a. in
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den 885 sowie 74 Abs2 StPO verankerten) VerhaltnismaRigkeitsgebot unter Bedachtnahme auf die konkreten
Umstande des Einzelfalls (auch schon lange) vor Ablauf der hdochstzuldssigen (per se nicht unangemessenen)
Speicherfrist hinreichend Rechnung zu tragen und ermoglicht somit im Rahmen einer Gegenulberstellung eine
angemessene Gewichtung des Loschungsinteresses des Betroffenen einerseits und des 6ffentlichen Interesses an der
Fortsetzung der Datenspeicherung andererseits.

5.1. Anders als die Regelung des875 Abs2 StPO bietet die Vorschrift des 875 Abs3 leg.cit. jedoch fir sonstige
(auBerhalb von Namensverzeichnissen verarbeitete) personenbezogene Daten (abgesehen von den in Abs4
genannten, die ausschlieBlich aufgrund einzelner, als besonders sensibel eingestufter ErmittlungsmaRnahmen [vgl.
Erldut. zur RV 25 BIgNR 22. GP, 109] erlangt wurden) anscheinend selbst bei Verfahrenseinstellung oder Freispruch
zufolge Vorliegens eines Strafaufhebungsgrundes (etwa wegen Verjahrung oder wegen Todes) oder im Hinblick auf
einen Schuldspruch wegen eines schon seiner Art nach nur leichten (mit Geldstrafe oder relativ geringer Freiheitsstrafe
bedrohten) Vergehens und Ausspruchs einer blof3 geringfligigen Sanktion (bzw. ohne Ausspruch einer Strafe oder
unter Vorbehalt eines solchen Ausspruches - 8812, 13 JGG) keine Moglichkeit, die 60-jahrige Speicherfrist zu verkirzen.

5.2. Es ist fur den Verfassungsgerichtshof vorderhand nicht einsichtig, aus welchen Griinden fir diese Daten
'im direkten Zugriff' eine absolute (wenngleich hinsichtlich des Beginns ihres Laufes differierende) Speicherfrist von 60
Jahren gerechtfertigt ware. Vielmehr scheint der mit dieser - sehr langen und nicht beschrankbaren - Dauer der
Datenerfassung verbundene Eingriff in das verfassungsrechtlich garantierte Grundrecht auf Datenschutz,
insbesondere vor dem Hintergrund des Fehlens jeglicher Unterscheidung sowohl in Bezug auf die Kategorie der
verfahrensbeendenden Malinahme (Verurteilung, Freispruch, Einstellung oder sonstiger endgtiltiger AuRer-Verfolgung-
Setzung) als auch hinsichtlich Art und Schwere des Vorwurfs, zur Wahrung des o&ffentlichen Interesses an der
Auffindbarkeit der betreffenden Daten weder erforderlich noch verhaltnismaRig.

5.3. Auch unter Berlcksichtigung des in den Gesetzesmaterialien (Erlaut. zur RV 25 BIgNR 22. GP, 108) u.a.
(grundsatzlich zutreffend) enthaltenen Hinweises auf die allféllige Notwendigkeit einer Wiedererdffnung des
Strafverfahrens (bei Vorliegen der Voraussetzungen einer Fortfihrung, einer Wiederaufnahme oder einer
Wiedereinsetzung) sowie mit Blick auf andere besondere Konstellationen (wie auf den Fall einer neuerlichen Anzeige
wegen desselben Sachverhaltes), in welchen die Speicherung der Daten auch im Interesse des Betroffenen liegen kann
(vgl. VfSlg. 18.963/2009), scheint die in Rede stehende Speicherfrist angesichts ihres Ausmalfles und ihrer Absolutheit
mit dem aus dem Grundrecht auf Datenschutz erflieBenden Léschungsanspruch nicht vereinbar zu sein.

5.4. An dieser Einschatzung durften auch die

erwahnten, in875 Abs4 StPO normierten Verwendungsbeschrankungen im Hinblick auf Daten, die ausschlie3lich
aufgrund bestimmter erkennungsdienstlicher MaRBnahmen (namlich einer Identitatsfeststellung, einer korperlichen
Untersuchung oder einer molekulargenetischen Analyse) ermittelt wurden, nichts dndern, weil diese Ausnahme nur
wenige (vom Gesetzgeber als besonders sensibel beurteilte) Arten der Datengewinnung erfasst.

5.5. Der in den Materialien hergestellte Bezug zur bisherigen Gesetzeslage (Erlaut. zur RV 25 BIgNR 22. GP, 108
f.) ist nach den vorldufigen Annahmen des Verfassungsgerichtshofes ebenfalls nicht geeignet, die aufgezeigten
Bedenken zu zerstreuen."

1.2. Im zuletzt wiedergegebenen Zusammenhang betonte der Verfassungsgerichtshof, dass auch aus
archivrechtlichen Regelungen bzw. Skartiervorschriften keine sachliche Rechtfertigung fir eine generelle Speicherung
strafrechtsrelevanter Daten wahrend einer Frist von 60 Jahren ab gerichtlicher Entscheidung oder ab Strafvollzug
ableitbar sein durfte.

1.3. Ferner verwies der Verfassungsgerichtshof

darauf, dass im Gesetzesprufungsverfahren abschlieBend zu beurteilen sein wird, ob die DSK ihre Zustandigkeit
tatsachlich - wie vorerst angenommen - zutreffend bejaht habe, ob eine Loschung (mit der allfalligen Konsequenz einer
denkunmoglichen Anwendung der in Prifung genommenen Bestimmung durch die belangte Behdrde) nach anderen
gesetzlichen Vorschriften in Betracht komme sowie, ob §75 Abs3 StPO verfassungskonform dahin auszulegen sei, dass
die Anordnung der 60-jahrigen Frist als Hochstfrist zu verstehen ist.

2. Die Bundesregierung erstattete eine AuRerung, in der sie den Bedenken des Verfassungsgerichtshofes
entgegentritt und beantragt auszusprechen, dass die in Prifung gezogene Vorschrift nicht als verfassungswidrig
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aufgehoben wird. Fur den Fall der Aufhebung stellte die Bundesregierung den Antrag, eine einjahrige Frist fur das
AuBerkrafttreten zu bestimmen.

2.1. Zu den Prozessvoraussetzungen bringt die Bundesregierung mit naherer Begriindung vor, dass die DSK
ihre Zustandigkeit vor dem Hintergrund des kriminalpolizeilichen Charakters der Daten zu Recht angenommen habe.

2.2. Zu den verfassungsrechtlichen Bedenken flhrt die Bundesregierung aus:

"Die in §75 Abs2 StPO geregelten Fristen regeln nicht die Loschung, sondern nur die Einschrankung des Zugriffs
auf das Namensverzeichnis. Der Ablauf dieser Fristen bewirkt nur die Verminderung der technischen Zuganglichkeit
von personenbezogenen Daten, die im Dienste der Strafrechtspflege verwendet (gespeichert) werden, nicht aber
deren Ldschung. Schon daran zeigt sich, dass aus der Tatsache, dass die Fristen des 8§75 Abs2 StPO nur auf einen Teil
der Daten anwendbar sind, nicht gleichsam im Umkehrschluss abgeleitet werden kann, dass der restliche Teil der
Daten nicht geléscht werden durfte, solange die Frist des 8§75 Abs3 StPO nicht abgelaufen ist.

Dieses Ergebnis erhartet sich bei Berucksichtigung des systematischen Aufbaus der Regelung. Der
datenschutzrechtliche Léschungsanspruch ist einerseits in 875 Abs1 StPO ausdrucklich festgelegt und dartber hinaus
bereits in den allgemeinen Regelungen des Datenschutzgesetzes (881, 6, 27 DSG 2000) verankert. 874 Abs1 StPO
verweist fUr den gegebenen Zusammenhang ausdriicklich auf die Anwendbarkeit der einschldgigen Bestimmungen
des DSG 2000. Die verwiesenen Regelungen des DSG 2000 begriinden unmittelbar einen Anspruch des Betroffenen auf
Ldschung, sobald seine Daten nicht mehr zulassigerweise verwendet (gespeichert) werden. Da sich die Frage, ob solche
Daten (weiterhin) zuldssigerweise verwendet (gespeichert) werden, danach richtet, ob sie fir den Zweck, fur den sie
ermittelt wurden, weiterhin 'erforderlich' sind (86 Abs1 Z5 DSG 2000), besteht ein Léschungsanspruch - unmittelbar auf
Grund des DSG 2000 - bereits ab dem Zeitpunkt, in dem sich erweist, dass die (urspringlich gegebene)
'Erforderlichkeit' weggefallen ist. Zur Beurteilung, ob die Erforderlichkeit im beschriebenen Sinn noch aufrecht ist,
bedarf es freilich einer Abwagung im Einzelfall [...].

Soweit §75 Abs2 StPO Regelungen Uber die Unterbindung des Zugriffs auf Namensverzeichnisse vorsieht,
handelt es sich - wie erwdhnt - nicht um eine Anordnung, die die Regelungen Uber die Léschung berthrt. Vielmehr
bildet sie eine zusatzliche Schutzvorkehrung datenschutzrechtlicher Natur, die parallel zur Prifung eines allfalligen
Léschungsanspruches zur Anwendung kommt. Dies folgt bereits daraus, dass der Gesetzgeber die Anordnung der
zeitlich und sachlich gestaffelten Zugriffsbeschrankung auf Namensverzeichnisse im Absatz 2 des §75 StPO mit den
Worten 'im Ubrigen' einleitet. Damit bringt der Gesetzgeber ein Nebeneinander der in §75 Abs1 StPO erwihnten
Léschungsregelungen einerseits und der 'im Ubrigen' nach §75 Abs2 StPO anzuwendenden Zugriffsbeschrankungen
anderseits zum Ausdruck.

[...]

Daflr, dass der Gesetzgeber von einem Nebeneinander der in875 StPO geregelten Befristung des Zugriffs
einerseits und des im DSG 2000 begrindeten (und in 875 Abs1 StPO bekraftigten) Anspruchs auf Loéschung anderseits
ausgegangen ist, spricht auch die Betrachtung der Entstehungsgeschichte des §75 StPO.

Zum Zeitpunkt der Erlassung der urspringlichen

Fassung des §75 StPO mit dem Strafprozessreformgesetz (BGBI. | 19/2004) enthielt der die Datenléschung betreffende
Absatz 1 des §75 StPO zwei Satze und lautete wie folgt:

'875 (1) Unrichtige oder entgegen den Bestimmungen dieses Gesetzes ermittelte Daten sind unverziglich
richtig zu stellen oder zu I6schen. Automationsunterstitzt verarbeitete personenbezogene Daten, die finf Jahre
unverandert geblieben sind, sind daraufhin zu Gberprifen, ob sie richtig zu stellen oder zu I6schen sind.'

Daraus ergibt sich, dass der Gesetzgeber im Zusammenhang mit der Regelung (bzw. der Bekraftigung) der
datenschutzrechtlichen Léschungspflicht ohnehin davon ausging, dass eine Prifung, ob allenfalls die Léschung der
jeweils gespeicherten personenbezogenen Daten geboten ist, unabhangig davon stattzufinden hat, ob die fur die
Einschrédnkung des Zugriffs auf Namensverzeichnisse geregelten Fristen oder die Hochstfrist des §75 Abs3 StPO bereits
erreicht sind. Die urspriingliche Rechtslage sah in diesem Zusammenhang noch ausdriicklich ein von Amts wegen
einzuhaltendes, regelmaliges 'Prifungsverfahren' vor, um - bezogen auf den gesamten Datenbestand - festzustellen,
ob eine Loschung personenbezogener Daten jeweils geboten ist [...]. Aus der Regelung Uber den Zeitraum, fiir den der
Gesetzgeber ein solches amtswegiges Prufungsverfahren vorgesehen hatte (‘funf Jahre'), folgt namlich, dass der
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Gesetzgeber davon ausgegangen ist, dass eine Loschungspflicht auch schon funf Jahre nach dem Zeitpunkt eintreten
kann, ab dem die letzte Veranderung im jeweiligen elektronischen Akten- bzw. Datenbestand eingetreten ist.

Das Verstandnis, von dem der Gesetzgeber bei

Schaffung der Fristen des §75 StPO ausgegangen ist, implizierte daher nicht nur, dass eine Loschungspflicht schon vor
Ablauf der 60-jahrigen Frist des §75 Abs3 StPO gegeben sein kann, sondern auch, dass eine solche Loschung - sofern
die Speicherung nicht mehr 'erforderlich' ist - sogar bereits vor Ablauf der fir den Zugriff auf das Namensregister
mafgeblichen Hochstfristen des 875 Abs2 leg.cit. geboten sein kann [..]. Aus den einschlagigen Materialien geht
dariiber hinaus hervor, dass die Regelung auf der Uberlegung beruht, dass im Einzelfall auch bereits vor Ablauf der fur
das Prufungsverfahren malfigeblichen 5-Jahres-Periode (zum Beispiel im Fall eines dahingehenden - berechtigten -
Antrages) eine Loschung geboten sein kann (vgl die Erlduterungen zur RV 25 BIgNR 22. GP, 108, wonach fur den Fall,
dass 'der datenverarbeitenden Strafverfolgungsbehdérde frilher Umstande bekannt [werden], die ein Berichtigen oder
Léschen notwendig

machen, ... dies selbstverstandlich bereits auf Grund der
Regelung des ersten Satzes in Abs1 geboten [ist]').

Die Bundesregierung verkennt nicht, dass der Gesetzgeber den im vorstehenden Zitat hervorgehobenen Satz
mit dem Budgetbegleitgesetz 2009, BGBI. | Nr. 52, aufgehoben hat. Damit wurde aber ausschlieBlich der Prozess der
amtswegigen periodischen Prifung des Gesamtdatenbestandes beseitigt, es wurde aber keineswegs der
materiellrechtliche Anspruch auf Loschung modifiziert. Fir die Bundesregierung ergeben sich keinerlei Anhaltspunkte,
dass der Gesetzgeber durch die Novellierung von dem oben dargestellten Verstandnis der Fristen des 8§75 Abs2 und 3
StPO abweichen wollte. Der Grund fir die Aufhebung des letzten Satzes des 875 Abs1 StPO lag den parlamentarischen
Materialien zufolge ausschlieRlich darin, dass die periodische Uberpriifungspflicht sdmtlicher Datenbesténde als
praktisch nicht durchfihrbar angesehen wurde (vgl. die Erlduterungen zur RV 113 BIgNR 24. GP, 44). Aus der
Gesetzesanderung lasst sich somit lediglich ableiten, dass der Gesetzgeber das Verfahren der durchgehenden
amtswegigen regelmaRigen Kontrolle sémtlicher Datenbestdnde abgeschafft hat. Eine Anderung in dem Sinn, dass die
Loéschung aus dem Titel des Datenschutzrechts nicht mehr vor Ablauf der in §75 Abs2 oder 3 geregelten Hochstfristen
geboten sein kann, geschweige denn die Rechtsfolge, dass eine Loschung vor Ablauf dieser Fristen kinftig gesetzlich

ausgeschlossen ware, kann dem Gesetzgeber dagegen nicht unterstellt werden."

2.3. Zudem verweist die Bundesregierung auf das Erkenntnis VfSIg.16.150/2001, in welchem der
Verfassungsgerichtshof die verfassungskonforme Auslegung der (zunachst in Prifung gezogenen) Bestimmung des §58
Abs1 Z6 SPG, BGBI. 566/1991 idF BGBI. | 104/1997 (Evidenthaltung von im Dienste der Strafrechtspflege ermittelter
sicherheitsbehdrdlicher Daten im Zentralen Informationssystem EKIS wahrend der Zeitspanne von funf Jahren), im

Sinne einer Interessenabwagung im Fall eines Antrags auf vorzeitige Loschung der Daten fuir geboten erachtete.

2.4. Zu den im vorliegenden Priifungsbeschluss erérterten, in den Gesetzesmaterialien zur Begrindung der 60-
jahrigen Speicherfrist des 875 Abs3 StPO herangezogenen archivrechtlichen Regelungen bzw. Skartiervorschriften, aus
denen der Verfassungsgerichtshof vorderhand ebenfalls keine sachliche Rechtfertigung fur die in Rede stehende Frist
abzuleiten vermochte, finden sich in der AuBerung der Bundesregierung keine Ausfihrungen.

IV. Erwagungen
1. Zu den Prozessvoraussetzungen
1.1. Die Bundesregierung bestreitet die Prajudizialitat der in Prifung gezogenen Bestimmung nicht.

1.2. Das Gesetzesprufungsverfahren hat auch im Ubrigen nicht ergeben, dass die vorldufigen Annahmen des
Verfassungsgerichtshofes, das Beschwerdeverfahren, das Anlass zur Einleitung des Gesetzesprufungsverfahrens

gegeben hat, sei zulassig, unzutreffend waren:

1.3. Die belangte Behdérde sttitzte den bekampften Bescheid ausdricklich auf konkrete Vorschriften des DSG
2000 (u.a. auf die Verfassungsbestimmung des §1 Abs3 sowie auf 86 Abs1 Z5), zudem aber auch auf die Regelungen
des 875 Abs2 und 3 StPO. Sie hat damit die in Prifung gezogene Bestimmung des 875 Abs3 StPO in dem bei ihr
anhangigen Verfahren angewendet. Dies erfolgte in zumindest denkmdglicher Weise, zumal Anhaltspunkte dafur, dass
dem konkreten Loschungsbegehren ausschlielich auf Grundlage anderer gesetzlicher Regelungen - mit der Folge der
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Denkunmoglichkeit der Anwendung des 8§75 Abs3 - Rechnung zu tragen gewesen ware, im Gesetzespriufungsverfahren
nicht hervorgekommen sind. Auch die Bundesregierung geht in ihrer AuRerung von der denkméglichen Anwendung
der in Prafung genommenen Vorschrift aus.

1.4. Auch sonst sind Zweifel am Vorliegen der Prozessvoraussetzungen nicht hervorgekommen; das
Gesetzesprufungsverfahren ist daher zuldssig.

2.In der Sache

2.1. Die im Prufungsbeschluss dargelegten Bedenken des Verfassungsgerichtshofes ob der
Verfassungsmaligkeit des 875 Abs3 StPO treffen aus nachstehenden Griinden nicht zu:

2.2. Der Verfassungsgerichtshof bleibt zwar bei

seiner Auffassung, dass die in Prifung gezogene Regelung, hatte sie - wie im Prifungsbeschluss vorerst angenommen -
die Anordnung einer absoluten ("starren") Speicherfrist von 60 Jahren im Hinblick auf die dort mafigeblichen
strafrechtsrelevanten Daten zum Gegenstand, mit dem Grundrecht auf Datenschutz unvereinbar ware.

2.3. Das Gesetzesprufungsverfahren hat jedoch

ergeben, dass der Wortlaut des§75 Abs3 StPO im Lichte des Grundrechts auf Datenschutz eine verfassungskonforme
Interpretation dahin ermdglicht, dass die Wendung "Nach 60 Jahren [..] sind alle Daten [..] zu léschen", als
Maximalfrist fur die Speicherung zu verstehen ist, die einer Léschung vor Ablauf dieser Zeitspanne im Einzelfall bei
Uberwiegen der Interessen des Betroffenen an der Loéschung gegeniber den offentlichen Interessen an der
Weiterspeicherung nicht entgegensteht:

2.3.1. Wie schon im Prifungsbeschluss ausgefihrt,

sind Beschrankungen des gemdl 81 Abs3 DSG 2000 nach Mal3gabe gesetzlicher Bestimmungen garantierten
Grundrechts auf Loéschung unzuldssigerweise verarbeiteter Daten nur unter den Voraussetzungen des §1 Abs2 DSG
2000 zuldssig, weshalb (abgesehen vom lebenswichtigen Interesse des Betroffenen an der Verwendung
personenbezogener Daten oder seiner Zustimmung hiezu) Eingriffe einer staatlichen Behdrde gesetzlicher Grundlagen
bedirfen, die aus den in Art8 Abs2 EMRK genannten Griinden notwendig sind.

2.3.2. Wie der Verfassungsgerichtshof in diesem Zusammenhang wiederholt ausgesprochen hat, ist ein Gesetz,
das eine Beschrankung des Grundrechts auf Datenschutz zuldsst, in Zusammenschau mit den allgemeinen
Grundsatzen Uber die Verwendung von Daten gemal dem DSG 2000 und der sich aus dem Gesetzesvorbehalt des §1
Abs2 DSG 2000 ergebenden Grenzen der Datenverwendung nach Mal3gabe des Verhaltnismafigkeitsgrundsatzes so zu
verstehen, dass im Einzelfall eine angemessene Abwagung und Gewichtung des Interesses des Betroffenen an der
Geheimhaltung bzw. Léschung seiner personenbezogenen Daten und dem Interesse des Staates am Fortbestehen des
Eingriffs durch Fortsetzung der Speicherung vorzunehmen ist, um den Grundrechtsverbirgungen des §1 DSG 2000
iZm Art8 Abs2 EMRK zu genlgen (vgl. VfSlg. 16.149/2001, 16.150/2001, 18.146/2007, 18.963/2009).

2.3.3. 827 Abs1 Z2 DSG 2000 begriindet als einfachgesetzliche Ausgestaltung des Grundrechts iSd §1 Abs3 Z2
leg.cit. einen Anspruch des Betroffenen auf Loschung unzuldssig verarbeiteter Daten gegenliber dem Auftraggeber.
Nach der Definition des 84 Z9 DSG 2000 fallt u.a. das Ermitteln, Speichern, Aufbewahren, Loschen und Richtigstellen
von Daten unter den Begriff der Verarbeitung, die gemaR 84 Z8 leg.cit. (neben dem Ubermitteln) eine Art des
Verwendens von Daten darstellt.

2.3.4. In VfSlg. 18.146/2007 wurde darauf verwiesen, dass das DSG 2000 von einer strengen Zweckbindung der
Ermittlung und Verwendung von Daten ausgeht, weshalb erhobene Daten ausschlielBlich fur die im jeweiligen
Materiengesetz definierten Zwecke verwendet werden diirfen; im Sinne des genannten Erkenntnisses folgt daraus (iVm
8§27 Abs1 Z1 DSG 2000), dass Daten, deren Weiterspeicherung sich als unzuldssig herausstellt, vom Auftraggeber

unverzuglich zu I6schen sind.

2.4.874 Abs1 StPO verweist in Bezug auf das Verwenden von Daten subsididr auf die Vorschriften des DSG
2000. 875 Abs1 StPO enthalt eine spezielle Regelung, die sich allerdings nur auf das Loschen unrichtiger oder entgegen
den Bestimmungen dieses Gesetzes ermittelter Daten bezieht. Diese Vorschrift verdrangt §27 DSG 2000 daher lediglich
hinsichtlich der Rechtswidrigkeit einer Datenermittlung, wahrend die Ubrigen Arten der Verarbeitung (darunter jene
der Speicherung) nach §27 DSG 2000 zu beurteilen sind.
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2.4.1. Vor dem Hintergrund der Garantien des Datenschutzgesetzes und der diesem inhdrenten strengen
Zweckbindung der Datenverwendung ist die in Prifung gezogene (an die Vollziehung gerichtete) Bestimmung des §75
Abs3 StPO demgemal - verfassungskonform interpretiert - nur auf solche Daten anzuwenden, deren (weitere)
Speicherung zulassig ist.

2.4.2. Es besteht daher auch schon vor Ablauf der in875 Abs3 StPO genannten Frist von 60 Jahren die
Verpflichtung zur Loschung gespeicherter Daten, wenn deren Verarbeitung als im Dienste der Strafrechtspflege nicht
mehr erforderlich zu beurteilen ist (vgl. abermals zur flnfjahrigen Speicherfrist des 858 Abs1 Z6 SPG idFBGBI. |
104/1997 VfSlg. 16.150/2001). Dies kann im Einzelfall einen unter Umstanden schon lange vor Ablauf der Frist dess75
Abs3 StPO bzw. bereits unmittelbar nach dem fristausldsenden Ereignis @75 Abs2 StPO) aktuell werdenden
Léschungsanspruch bewirken (vgl. erneut zB VfSlg. 16.149/2001, 18.963/2009).

2.4.3. Fur dieses Ergebnis spricht schliel3lich auch der Hinweis in den Erlduterungen zu875 StPO, dass "
[lléngstens [...] nach 60 Jahren [...] alle Daten aus dem Onlinesystem endgliltig gel6scht werden" sollen (RV 25 BIgNR
22. GP, 109).

2.5. Der Verfassungsgerichtshof halt daher sein Bedenken, dass die Speicherung personenbezogener Daten
wahrend des in 875 Abs3 StPO angeflihrten Zeitraums im materiellen Gesetzesvorbehalt des §1 Abs2 DSG 2000 iVm
Art8 EMRK keine Deckung findet, nicht aufrecht, weil die Regelung bei gebotener verfassungskonformer Interpretation
im aufgezeigten Sinne weder das Grundrecht auf Datenschutz unverhaltnismaRig einschrankt noch sonst zu

unsachlichen Ergebnissen fuhrt.
V. Ergebnis und damit zusammenhdangende Ausfihrungen
1. 875 Abs3 StPO war mithin nicht als

verfassungswidrig aufzuheben.

2. Dies konnte gemal’ 819 Abs4 erster Satz VfGG ohne mundliche Verhandlung in nichtéffentlicher Sitzung

beschlossen werden.
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