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41/01 Sicherheitsrecht
Norm

EMRK Art8

DSG §1

SicherheitspolizeiG 857, 858
SicherheitspolizeiG 861, 863
Leitsatz

Verletzung im Recht auf Achtung des Privat- und Familienlebens durch verfassungswidrige Gesetzesauslegung und
Unterlassung der gebotenen Interessenabwagung durch Verweigerung der Léschung bestimmter gemafd dem
SicherheitspolizeiG gespeicherter Daten vor Fristablauf

Spruch

Der Beschwerdeflhrer ist durch den angefochtenen Bescheid in dem verfassungsgesetzlich gewahrleisteten Recht auf
Achtung des Privat- und Familienlebens verletzt worden.

Der Bescheid wird aufgehoben.

Der Bund (Bundeskanzler) ist schuldig, dem Beschwerdefihrer zu Handen seines Rechtsvertreters die mit S 29.500,-

bestimmten Prozesskosten binnen 14 Tagen bei sonstiger Exekution zu ersetzen.
Begriindung
Entscheidungsgrinde:

I. 1. Zur Zentralen Informationssammlung wird in den 8857, 58, 61 und 63 SPG, idF BGBI. | Nr. 104/1997, Folgendes
bestimmt (die in Prifung gestandenen Bestimmungen sind hervorgehoben):

"Zentrale Informationssammlung; Zulassigkeit der Ermittlung,
Verarbeitung und Ubermittlung

857. (1) Die Sicherheitsbehdrden dirfen Namen, Geschlecht, frihere Namen, Staatsangehorigkeit, Geburtsdatum,
Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten eines Menschen ermitteln und im Rahmen einer
Zentralen Informationssammlung samt dem fiur die Speicherung maRgeblichen Grund, allenfalls vorhandenen
erkennungsdienstlichen Daten und einem allenfalls erforderlichen Hinweis auf das gebotene Einschreiten fur
Auskunfte auch an andere Behorden verarbeiten, wenn
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1. gegen den Betroffenen ein inldndischer richterlicher Befehl oder eine Anordnung des Vorsitzenden eines
finanzbehdrdlichen Spruchsenates zur Ermittlung des Aufenthaltes oder zur Festnahme besteht;

2.

gegen den Betroffenen ein sicherheitsbehdrdlicher Befehl zur Festnahme gemafR8177 Abs1 Z2 StPO besteht;
3.

gegen den Betroffenen ein Vorfuhrbefehl nach dem Strafvollzugsgesetz, BGBI. Nr. 144/1969, besteht;

4,

gegen den Betroffenen ein auslandischer

richterlicher Befehl zur Festnahme oder eine andere, nach den Formvorschriften des ersuchenden Staates getroffene
Anordnung mit gleicher Rechtswirkung besteht, die im Inland wirksam ist;

5.

gegen den Betroffenen im Zusammenhang mit der Abwehr oder Aufklarung gefahrlicher Angriffe oder mit der Abwehr
bandenmaliger oder organisierter Kriminalitat ermittelt wird;

6.
gegen den Betroffenen Ermittlungen im Dienste der Strafrechtspflege eingeleitet worden sind;
7.

auf Grund bestimmter Tatsachen zu beflirchten ist, der Betroffene, dessen Aufenthalt unbekannt ist, habe Selbstmord
begangen oder sei Opfer einer Gewalttat oder eines Unfalles geworden;

8.

der Betroffene unbekannten Aufenthaltes und auf Grund einer psychischen Behinderung hilflos ist;

9.

der Betroffene minderjahrig und unbekannten Aufenthaltes ist, sofern ein Ersuchen gemafRR8146b ABGB vorliegt;
10.

der Betroffene Opfer einer gerichtlich strafbaren Handlung wurde und die Speicherung, der er ausdrucklich schriftlich
zugestimmt haben muRB, der Klarung der Tat oder der Verhinderung anderer Taten dient;

11.

der Betroffene einen gefahrlichen Angriff begangen hat und zu beflrchten ist, er werde im Falle einer gegen ihn
gefuihrten Amtshandlung einen gefahrlichen Angriff gegen Leben, Gesundheit oder Freiheit begehen;

12.
dem Betroffenen ein auslandischer Reisepall oder Pal3ersatz entfremdet worden ist.

(2) Wenn der Zweck einer Datenverarbeitung nicht in der Speicherung von Personendatensatzen gemal Abs1 besteht,
durfen die Sicherheitsbehérden Namen, Geschlecht, Geburtsdatum sowie Geburtsort und Wohnanschrift von
Menschen erfassen und zusammen mit Sachen oder rechtserheblichen Tatsachen im Rahmen der Zentralen
Informationssammlung fur Auskiinfte auch an andere Behorden speichern, sofern dies fur die Erreichung des Zweckes
der Datenverarbeitung erforderlich ist. Hiebei darf die Auswahlbarkeit dieser personenbezogenen Daten aus der
Gesamtmenge der gespeicherten Daten nicht vorgesehen sein.

(3) Die Sicherheitsbehdrden sind ermachtigt, die von ihnen in der Zentralen Informationssammlung gespeicherten
personenbezogenen Daten zu benltzen und daraus Auskinfte zu erteilen; letzteres ist an andere als
Sicherheitsbehdrden, staatsanwaltschaftliche Behdrden und Finanzstrafbehorden fur deren Tatigkeit im Dienste der
Strafrechtspflege sowie an Sicherheitsbehérden und an &sterreichische Vertretungsbehdrden im Ausland in
Angelegenheiten der Sicherheitsverwaltung nur zuldssig, wenn hieflr eine ausdriickliche gesetzliche Ermachtigung
besteht.
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Zentrale Informationssammlung; Sperren des Zugriffes
und Léschen

858. (1) Personenbezogene Daten, die gemall 857 Absl1 evident gehalten werden, sind fur Zugriffe der
Sicherheitsbehdrden als Auftraggeber zu sperren

1.in den Fallen der Z1 zwei Jahre nach Widerruf des richterlichen Befehles oder der finanzbehdordlichen Anordnung;
2.

in den Fallen der Z2 nach Widerruf des sicherheitsbehdrdlichen Befehles, spatestens jedoch 24 Stunden nach

Aufnahme in die Zentrale Informationssammlung;

3.

in den Fallen der Z3 nach Widerruf des Vorflhrbefehles;
4,

in den Fallen der Z4 zwei Jahre nach Widerruf des richterlichen Befehles oder der mit gleicher Rechtswirkung
ausgestatteten Anordnung;

5.

in den Fallen der Z5, wenn der Angriff abgewehrt oder aufgeklart worden ist oder wenn der Betroffene sonst fur die
allgemeine Gefahr nicht mehr mafgeblich ist;

6.
in den Fallen der Z6
a) sobald feststeht, dal3 eine Anzeige an die Staatsanwaltschaft unterbleibt;
b)
fanf Jahre nach der Aufnahme in die Zentrale Informationssammlung, im Falle mehrerer
Speicherungen gemal? Z6 funf Jahre nach der letzten;
7.
in den Fallen der Z7, 8 und 9 finf Jahre nach Auffinden des Gesuchten;
8.
in den Fallen der Z10, wenn der Betroffene seine Zustimmung widerruft oder die Speicherung ihren Zweck erfullt hat;
9.
in den Fallen der Z11, wenn die fur die Speicherung maRgebliche Gefahr nicht mehr besteht.

Nach Ablauf von zwei weiteren Jahren sind die Daten auch physisch zu I6schen. Wahrend dieser Zeit kann die Sperre
far Zwecke der Kontrolle der Richtigkeit einer beabsichtigten anderen Speicherung gemal Abs1 aufgehoben werden.

(2) Die Sicherheitsbehérden sind als Auftraggeber verpflichtet, Personendatensatze gemafd 857 Abs1 Z10 und 11, die
drei Jahre, und Personendatensatze gemal? 857 Abs1 Z1, 3 bis 5, 7 bis 9 und 12, die sechs Jahre unverandert geblieben
sind, und auf die der Zugriff nicht gesperrt ist, in der Zentralen Informationssammlung daraufhin zu tUberprifen, ob
nicht die in Abs1 genannten Voraussetzungen fiir eine Sperre bereits vorliegen. Solche Personendatensatze sind nach
Ablauf weiterer drei Monate gemaf3 Abs1 fur Zugriffe zu sperren, es sei denn, der Auftraggeber hatte vorher bestatigt,
daB der fUr die Speicherung maRgebliche Grund weiterhin besteht.

Zulassigkeit der Aktualisierung

861. Die Sicherheitsbehtrden sind ermachtigt, die von ihnen verwendeten personenbezogenen Daten zu aktualisieren,
wenn sie aktuellere Daten rechtmaliig ermittelt haben.

Pflicht zur Richtigstellung oder Loschung

863. (1) Wird festgestellt, da3 unrichtige oder entgegen den Bestimmungen dieses Bundesgesetzes ermittelte Daten



aufbewahrt werden, so ist unverziglich eine Richtigstellung oder Ldschung vorzunehmen. Desgleichen sind
personenbezogene Daten zu |dschen, sobald sie fur die Erflllung der Aufgabe, fir die sie verwendet worden sind, nicht
mehr bendtigt werden, es sei denn, fir ihre Loschung ware eine besondere Regelung getroffen worden.

(2) Personenbezogene Daten, auf die sich ein anhangiges Verfahren gemald 862 oder gemal’ 890 bezieht, durfen nur
mit Zustimmung des Betroffenen geldscht werden.

(3) Sollen Daten, die nicht automationsunterstutzt verarbeitet worden sind, geléscht werden, so sind die Datentrager
auszuscheiden und zu vernichten, es sei denn, es ware sichergestellt, daR die Daten nach Ubergabe an das
Osterreichische Staatsarchiv von den Sicherheitsbehdrden nicht weiter verwendet werden kénnen."

2.1. Beim Verfassungsgerichtshof ist eine Beschwerde gegen einen Bescheid der Datenschutzkommission anhangig,
der im Wesentlichen folgender Sachverhalt zugrunde liegt:

Dem Beschwerdefiihrer, einem in der Turkei geborenen 0sterreichischen Staatsburger, wurde im Zuge eines
Strafverfahrens vor dem Landesgericht fur Strafsachen Wien bekannt, dass bei der Bundespolizeidirektion Wien
insgesamt funf Vormerkungen betreffend seine Person im "Kriminalpolizeilichen Aktenindex" gespeichert waren,
wovon zwei Vormerkungen identisch waren. Die Vormerkungen betrafen strafrechtlich relevante Sachverhalte, die
seinerzeit zur Anzeige gebracht worden waren; die Anzeigen waren jedoch mittlerweile von der Staatsanwaltschaft
zuruckgelegt worden bzw. war der Beschwerdefihrer von den gegen ihn erhobenen Vorwirfen rechtskraftig
freigesprochen worden.

Im Hinblick darauf stellte der Beschwerdefihrer mit Schreiben vom 14. Oktober 1998 an die Bundespolizeidirektion
Wien den Antrag, samtliche Vormerkungen zu l6schen. In Reaktion auf diesen Antrag wurden die bestehenden
Vormerkungen um jeweils einen Vermerk Uber die Zurtcklegung der Anzeige, die Einstellung der Vorerhebungen bzw.
den erfolgten Freispruch ergdnzt und die zweifache Speicherung derselben Vormerkung korrigiert. Dies wurde dem
Beschwerdefiihrer mittels Bescheid der Bundespolizeidirektion Wien mitgeteilt.

Der Beschwerdefihrer richtete daraufhin am 16. November 1998 an die Datenschutzkommission eine Beschwerde
gemal 8§14 DatenschutzG, mit der er die Feststellung begehrte, durch die Evidenthaltung der ihn betreffenden
Vormerkungen in seinem verfassungsgesetzlich gewahrleisteten Recht auf Datenschutz verletzt worden zu sein, und
dartber hinaus den Antrag stellte, die Datenschutzkommission moége der Bundespolizeidirektion Wien auftragen, diese
Vormerkungen unverzuglich zu |6schen.

2.2. Mit Bescheid vom 6. Mai 1999 wies die Datenschutzkommission diese Antrdge des Beschwerdeflhrers ab.
Begrindend wird dazu Folgendes ausgefuhrt:

"Gemal §1 Abs1 DSG hat jedermann Anspruch auf Geheimhaltung der ihn betreffenden personenbezogenen Daten,
soweit er daran ein schutzwirdiges Interesse, insbesondere im Hinblick auf Achtung seines Privat- und Familienlebens,
hat. GemaR Abs2 dieser Gesetzesstelle sind Beschrankungen dieses Rechts nur zur Wahrung berechtigter Interessen
eines anderen oder aufgrund von Gesetzen zuldssig, die aus den in Art8 Abs2 EMRK genannten Grinden notwendig
sind. Auch im Falle solcher Beschrankungen muR der vertraulichen Behandlung personenbezogener Daten Vorrang
gegeben werden. Im gegenstandlichen Zusammenhang kommen als den Anspruch auf Geheimhaltung im Sinne des §1
Abs1 DSG zulassigerweise beschrankende Bestimmungen insbesondere die §857, 58 und 61 SPG in Frage.

Gemal 857 Abs1 Z6 SPG durfen die Sicherheitsbehérden Namen, Geschlecht, friihere Namen, Staatsangehérigkeit,
Geburtsdatum, Geburtsort und Wohnanschrift, Namen der Eltern und Aliasdaten eines Menschen ermitteln und im
Rahmen einer Zentralen Informationssammlung samt dem flr die Speicherung maBgeblichen Grund, allenfalls
vorhandenen erkennungsdienstlichen Daten und einem allenfalls erforderlichen Hinweis auf das gebotene
Einschreiten fir Auskinfte auch an andere Behdrden verarbeiten, wenn gegen den Betroffenen Ermittlungen im
Dienste der Strafrechtspflege eingeleitet worden sind. Gemal 858 Abs1 Z6 SPG '... sind diese personenbezogenen
Daten, die gemal3 §57 Abs1 evident gehalten werden, fir Zugriffe der Sicherheitsbehdrden als Auftraggeber zu sperren
in den Fallen der Z6,

a) sobald feststeht, dal3 eine Anzeige an die Staatsanwaltschaft unterbleibt

b) 5 Jahre nach der Aufnahme in die Zentrale Informationssammlung, im Fall mehrerer Speicherungen gemafd Z6 finf
Jahre nach der letzten;'.
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Das aufgrund des Antrages vom 14. Oktober 1998 des Beschwerdeflihrers bei der Bundespolizeidirektion Wien
eingeleitete Verfahren ergab, daf3 die Vormerkungen - mit Ausnahme der Doppelspeicherung einer Vormerkung, die im
Zuge dieses Verfahrens sofort geléscht wurde - aufgrund der Ermittlungen im Dienste der Strafjustiz gem. 857 Abs1 Z6
rechtmaRig ermittelt und verarbeitet wurden und die Léschungsvoraussetzungen des 858 Abs1 Z6 SPG nicht gegeben

sind. Es war daher in diesem Punkt spruchgemaR zu entscheiden.

Voraussetzungen fur eine Léschung dieser Vormerkungen bei Zurtcklegung der Anzeige durch die Staatsanwaltschaft
bzw. Einstellung des Verfahrens oder Freispruch durch das Gericht sind im SPG nicht vorgesehen, vielmehr ist der
Bestimmung des 858 Abs1 76 litb SPG eine zumindest 5-jdhrige Evidenthaltung zu entnehmen. 861 SPG normiert
lediglich, dal3 die Sicherheitsbehérden ermachtigt sind, die von ihnen verwendeten Daten zu aktualisieren, wenn sie
aktuellere  Daten rechtmalig ermittelt haben.863 Abs1 SPG normiert eine Richtigstellungs- bzw.
Loschungsverpflichtung nur fir jene Falle, in denen festgestellt wird, daf8 unrichtige oder entgegen den Bestimmungen
des SPG ermittelte Daten aufbewahrt werden. Desgleichen sind personenbezogene Daten zu I6schen, sobald sie fur
die Erfullung der Aufgabe, fir die sie verwendet worden sind, nicht mehr benétigt werden, es sei denn, fur ihre
Loéschung ware eine besondere Regelung getroffen worden. Keiner dieser Tatbestande ist im gegenstandlichen Fall
erfallt, zumal 858 Abs1 76 litb ausdrucklich eine Léschungsfrist enthalt. Die Vormerkungen wurden, wie bereits
ausgefuhrt, jeweils durch einen entsprechenden Vermerk um die Zurlcklegung der Anzeige bzw. des rechtskraftigen
Freispruches erganzt. Die weitere Evidenthaltung dieser Daten entspricht daher den im SPG normierten
Voraussetzungen. Es war daher auch in Punkt 2 des Spruches die Beschwerde abzuweisen."

3. Gegen diesen, die Beschwerde abweisenden Bescheid der Datenschutzkommission richtet sich die vorliegende, auf
Art144 Abs1 B-VG gestltzte Beschwerde an den Verfassungsgerichtshof, mit der die Verletzung verfassungsgesetzlich
gewahrleisteter Rechte sowie die Verletzung in Rechten wegen Anwendung rechtswidriger genereller Normen geltend
gemacht und die kostenpflichtige Aufhebung des angefochtenen Bescheides begehrt wird. Begrindet werden diese
Beschwerdebehauptungen im Wesentlichen wie folgt:

"a) Art8 MRK - Recht auf Privatleben

Gem. Art8 MRK hat jedermann Anspruch auf Achtung seines Privat- und Familienlebens, seiner Wohnung und seines
Briefverkehrs. Nach Abs2 ist der Eingriff einer 6ffentlichen Behérde in die Ausibung dieses Rechtes nur statthaft,
insoweit dieser Eingriff gesetzlich vorgesehen ist und eine MalRnahme darstellt, die in einer demokratischen
Gesellschaft fur die nationale Sicherheit, die 6ffentliche Ruhe und Ordnung, das wirtschaftliche Wohl des Landes, die
Verteidigung der Ordnung und zur Verhinderung von Strafhandlungen zum Schutz der Gesundheit und der Moral oder
zum Schutz der Rechte und Freiheiten anderer notwendig ist.

Die Ermachtigung des 857 Abs1 Z6 sowie 858 Abs1 Z6 SPG stutzt sich auf den Vorbehalt des Art8 Abs2 MRK, wonach
offentliche Behdrden zur Verhinderung von strafbaren Handlungen in das Grundrecht eingreifen durfen. Den
materiellen Eingriffserfordernissen des Art8 Abs2 MRK entsprechen §57 Abs1 Z6 und 858 Abs1 Z6 SPG jedoch nicht.

Zum einen ist die informationsunterstitzte Erfassung von personenbezogenen Daten von Menschen, die
freigesprochen wurden bzw. deren Verfahren eingestellt wurde, nicht zur Verhinderung von strafbaren Handlungen
geeignet. Auch wenn die EB der RV zum SPG (148 BIgNR, 18. GP) undifferenziert davon ausgingen, dal} die einzelnen
Verarbeitungsgrinde des §57 Abs1 Z1 bis 10 SPG fir sich sprachen, so muR dem entgegengehalten werden, dafl} aus
der bloRen Tatsache, daR gegen einen Betroffenen Ermittlungen im Dienste der Strafrechtspflege eingeleitet worden
sind, keinerlei RickschlUsse fur die Ermittlungstatigkeit der Sicherheitsbehdrden gezogen werden kdnnen und dirfen.

Aufgrund der Unschuldsvermutung des Art6é Abs2 MRK haben diese Personen als in allen Belangen unbescholten zu
gelten und diirfen ihnen die gegen sie gefiihrten Verfahren, die zu keiner Verurteilung geflihrt haben, nicht zur Last
gelegt werden und daher keinen EinfluR auf die Tatigkeit der Sicherheitsbehérden haben. Insoweit ist die
Ermachtigung des 857 Abs1 Z6 SPG bei verfassungskonformen Vollzug als nicht geeignet anzusehen, zur Verhinderung
von strafbaren Handlungen beizutragen.

Ebensowenig erweist sich diese Befugnis als in einer demokratischen Gesellschaft notwendig iSd.
Eingriffsermachtigung des Art8 Abs2 EMRK. Der EGMR verlangt fir eine derartige Notwendigkeit eines
Grundrechtseingriffes ein dringendes gesellschaftliches Bedurfnis als Rechtfertigung. Es ist in einer demokratischen
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Gesellschaft jedoch keinesfalls erforderlich, den Sicherheitsbehdrden die Befugnis einzurdumen, Gber mehrere Jahre
hindurch personenbezogene Daten zu speichern, die in weiterer Folge samtlichen Verwaltungsbehérden offenstehen,
obwohl die Betroffenen erwiesenermalien keinerlei strafbare Handlung begangen haben und aufgrund der
Gesetzeslage als vollig unbescholten zu gelten haben.

Dabei ist insbesondere zu berticksichtigen, dal3 der vorliegende Fall belegt, dall die Sicherheitsbehdrden in der
Vollzugspraxis lediglich die Einleitung der Ermittlungstatigkeit automationsunterstitzt erfassen, die Einstellung dieser
Verfahren im Normalfall jedoch véllig unbericksichtigt lassen. Im vorliegenden Fall wurde zwar in 5 Fallen die
Einleitung von Ermittlungen im Dienste der Strafrechtspflege in den kriminalpolizeilichen Aktenindex aufgenommen,
jedoch kein einziges Mal (!) der erfolgte Freispruch bzw. die erfolgte Einstellung des Verfahrens.

Dies bewirkt, dal3 Sicherheitsbehérden, staatsanwaltschaftliche Behérden und Finanzstrafbehdrden, die Ruckgriff auf
die zentrale Informationssammlung nehmen, davon auszugehen haben, daR gegen den Betroffenen zahlreiche
Verfahren anhangig sind, die seit mehreren Jahren nicht abgeschlossen sind. Daraus kann diese Behoérde nur den
unzuldssigen Schlul3 ziehen, daR es sich bei dieser Person um eine potentiell kriminelle handelt.

Schlief3lich ist die Befugnis, die aufgenommenen Daten 5 Jahre gespeichert zu lassen, als unverhdltnismaRig
anzusehen. Dazu sei angemerkt, dass die Tilgungsfrist einer rechtkraftigen, gerichtlichen und unbedingten
Freiheitsstrafe von einem Jahr ebenfalls 5 Jahre betragt, sodald der Grundrechtseingriff in einem derartigen Fall die
gleiche Intensitat aufweist, wie wenn der Betroffene freigesprochen wird. Die Uber den Zeitpunkt der Einstellung des
Verfahrens bzw. des Freispruches hinausgehende Evidenthaltung derartiger Daten stellt daher einen
unverhaltnismaRigen, weil Gber das gelindeste Mittel hinausgehenden Grundrechtseingriff dar.

Aus diesen Grinden verstoRBen die Befugnisse der 857 Abs1 Z6 und 858 Abs1 Z6b SPG gegen das Recht auf Achtung
des Privatlebens nach Art8 MRK.

b) 81 DSG - Grundrecht auf Datenschutz

Jedermann hat Anspruch auf Geheimhaltung der ihn betreffenden personenbezogenen Daten, sofern er daran ein
schutzwurdiges Interesse, insbesondere im Hinblick auf die Achtung seines Privat- und Familienlebens, hat (81 DSG).

Eingriffe in das Recht auf Geheimhaltung sind nur zur Wahrung berechtigter Interessen eines anderen oder aufgrund
von Gesetzen, die aus den in Art8 Abs2 MRK genannten Grinden notwendig sind, d.h. einem der in Art8 Abs2 MRK
aufgezahlten Eingriffsziele dienen, auf das Erforderliche beschrankt und einem demokratischen Staat angemessen
sind (VfSlg. 12.228/1989), zulassig. Solche Gesetze miissen also dem VerhaltnismaRigkeitsgrundsatz entsprechen.

Auch im Falle einer solchen Beschrankung ist aber der vertraulichen Behandlung personenbezogener Daten der
Vorrang zu geben (81 Abs2, 2. Satz DSG). Der dadurch normierte Vorrang der vertraulichen Behandlung
personenbezogener Daten schlieBt das Gebot in sich, sowohl die Voraussetzungen, die im Sinne der Ermachtigung des
81 Abs2 1. Satz DSG gesetzliche Beschrankungen des Grundrechtes auf Datenschutz zu rechtfertigen vermogen, als
auch die zu Folge dieser Ermachtigung erlassenen, das Grundrecht beschrankenden Rechtsvorschriften restriktiv

auszulegen.

(D)ie Ermachtigung der 857 Abs1 Z6 und 858 Abs1 Z6 SPG (geht) Uber die Grenzen des materiellen Eingriffsvorbehaltes
des Art8 Abs2 EMRK hinaus, weil die Speicherung personenbezogener Daten von als unbescholten zu geltenden
Burgern keinesfalls geeignet ist, zuklnftige strafbare Handlungen =zu verhindern, die Befugnis zur
informationsunterstitzten Speicherung dieser Daten daher in einer demokratischen Gesellschaft nicht erforderlich ist
und schlieRlich die Speicherdauer von 5 Jahren ohne jede Berlcksichtigung von erfolgten Freisprichen bzw.
Einstellungen der Verfahren als unverhaltnismaRig anzusehen ist.

Die in 81 Abs2 2. Satz DSG verlangte restriktive Auslegung der Grundrechtsbeschréankung gebietet daher, dem
Anspruch auf Geheimhaltung personenbezogener Daten insoweit zu entsprechen, als dass die Befugnis zur
informationsunterstitzten Evidenthaltung von Vormerkungen jedenfalls erlischt, sobald ein Verfahren eingestellt oder
ein Freispruch rechtskraftig wird. Die mit der in 858 Abs1 Z6 normierten Speicherdauer von 5 Jahren (zuzlglich zweier
weiterer Jahre bis zur tatsachlichen Loschung) vorgenommene Abwagung zwischen den Interessen des Betroffenen
und jenen der Sicherheitsbehoérden widerspricht daher dem §1 Abs2 2. Satz SPG, der dem Recht auf Geheimhaltung
personenbezogener Daten den grundsatzlichen Vorzug einrdumt.
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Die den Sicherheitsbehdrden eingeraumten Befugnisse der 8§57 Abs1 Z6 und 858 Abs1 Z6 SPG verstol3en somit gegen
die restriktiv auszulegenden Eingriffserfordernisse des 81 Abs2 DSG.

) Art6 Abs2 MRK - Unschuldsvermutung:

Nach Arté Abs2 MRK wird bis zum gesetzlichen Nachweis seiner Schuld vermutet, dass der wegen einer strafbaren
Handlung Angeklagte unschuldig ist. Das erkennende Organ darf nicht von der Uberzeugung ausgehen, der
Angeklagte habe die ihm zur Last gelegte Tat begangen (VfSlg. 8483/1979).

Die Berucksichtigung von Umstanden, die nicht im Zusammenhang mit der den Gegenstand des Strafverfahrens
bildenden Straftat stehen, ist nur insoweit mit Arté Abs2 MRK vereinbar, als diese Aufschlisse Uber die Personlichkeit
des Angeklagten geben kénnen (EGMR Fall Engel u. a., EUGRZ 1976, 422).

Eben solche Wirkung hatten die im kriminalpolizeilichen Aktenindex gespeicherten Vormerkungen des Bf., die im
Strafverfahren ... vorgelegt wurden. Das erkennende Organ, das Landesgericht fir Strafsachen Wien, muf3te aus dem
Auszug unweigerlich den Eindruck gewinnen, dass gegen den Bf. zum Zeitpunkt der Entscheidung funf strafgerichtliche
Verfahren anhangig waren und er einschlagig in Erscheinung getreten ist, was jedenfalls eine Voreingenommenheit
von Sicherheitsbehérden, amtshandelnden Organen und dem erkennenden Gericht indizierte und beftirchten liel3.

Insoweit haben nicht nur Umstande, die in keinem Zusammenhang mit dem Strafverfahren stehen, EinfluB auf die
strafgerichtliche Entscheidung, sondern darlUberhinaus auch unzutreffende und unvollstdndige Daten des
kriminalpolizeilichen Aktenindexes.

In diesem Zusammenhang sei darauf hingewiesen, dass nach dem SPG die Behorden lediglich berechtigt sind, von
ihnen verwendete personenbezogene Daten - etwa um einen erfolgten Freispruch oder eine Einstellung des
Strafverfahrens - zu erganzen (861 SPG). Eine Verpflichtung, diese fur den Betroffenen aber entscheidungswesentlichen
Anderungen in die automationsunterstiitzte Datenspeicherung aufzunehmen, besteht jedoch nicht. Eine solche
Verpflichtung besteht nur, wenn die verarbeiteten Daten unrichtig (nicht aber unvollstandig) (sind) oder entgegen den
Bestimmungen des SPG aufbewahrt wurden.

Die Speicherung von 5 Vormerkungen zum Bf. ohne jeden Hinweis auf die in diesen Verfahren erfolgten Freispriiche
und (die) Verfahrenseinstellung entsprach daher den gesetzlichen Erfordernissen des SPG. Es kann daher davon
ausgegangen werden, dass in 99% aller Falle nicht angemerkt wird, wenn jemand freigesprochen oder ein
Strafverfahren eingestellt wird.

Aus diesem Grund verstoRt die Befugnis der 857 Abs1 Z6 und 858 Abs1 Z6 SPG, die den Sicherheitsbehoérden 5 Jahre
lang die Speicherung von personenbezogenen Daten von Menschen ermdglicht, gegen die Ermittlungen im Dienste der
Strafrechtspflege eingeleitet worden sind, ohne eine Pflicht zur Erganzung und Léschung nach erfolgten Freispriichen
oder Verfahrenseinstellungen zu normieren, gegen die Unschuldsvermutung des Art6 Abs2 MRK.

d) Art2 StGG - Gleichheit vor dem Gesetz:

Ein Gesetz entspricht dann nicht dem Gleichheitssatz, wenn die in Betracht kommende Regelung sachlich nicht
gerechtfertigt ist. Jede unsachliche Unterscheidung ist, unter dem Blickwinkel des Gleichheitssatzes, verfassungswidrig.

Die Ermachtigung des 857 Abs1 Z6 SPG, Uber Personen, gegen die ein Strafverfahren eingeleitet wurde und die von
dem wider sie erhobenen Vorwurf rechtskraftig freigesprochen wurden, weiterhin automationsunterstutzt
personenbezogene Daten in Evidenz zu halten und unter bestimmten Voraussetzungen auch weiterzugeben,
entspricht diesen Anforderungen einer sachlichen Rechtfertigung nicht, da sie die Frage, ob es zu einer Verurteilung
oder einem Freispruch gekommen ist, vollig auBer Acht 133t und keinerlei Relevanz einrdaumt. Verbunden mit der
fehlenden Verpflichtung der Sicherheitsbehérden, etwaige Anderungen im Verlauf des Strafverfahrens zu erginzen, ist
es somit fur die Behandlung im kriminalpolizeilichen Aktenindex gleichgultig, ob eine Person rechtskraftig verurteilt
wird oder als unbescholten zu gelten hat. Diese unsachliche Gleichbehandlung ungleicher Sachverhalte macht diese

Bestimmungen verfassungswidrig.

Ebensowenig sachlich gerechtfertigt ist die in 858 Abs1 Z6b SPG normierte Dauer von 5 Jahren, die verstreichen mul3,
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bis die in die Zentrale Informationssammlung aufgenommenen Daten gesperrt werden. Diese Dauer entspricht jener,
die fur die Tilgung einer einjahrigen, unbedingten Freiheitsstrafe gem. 83 Abs1 Z2 erforderlich ist, was offenkundig
macht, dass eine derartige lange Speicherung von Daten bezlglich einer unbescholtenen Person gleichheitswidrig ist.

Aus diesen Grunden verstofRen die Bestimmungen der 857 Abs1 Z6 und 8§58 Abs1 Z6b SPG gegen Art2 StGG."

4. Die Datenschutzkommission als belangte Behdrde hat die Verwaltungsakten vorgelegt und eine Gegenschrift
erstattet, in der sie - iW mit folgender Argumentation - die Abweisung der Beschwerde beantragt:

Der Beschwerdefuhrer bringe hauptsachlich Argumente vor, die eine Verfassungswidrigkeit des angewendeten
Gesetzes, in concreto der 8857 Abs1 Z6 und 58 Abs1 Z6 SPG, darzulegen versuchten. Die belangte Behorde berufe sich
aber auf das Legalitatsprinzip gemald Art18 Abs1 B-VG, das sie ans Gesetz binde und den klaren und unzweifelhaften
Willen des einfachen Gesetzgebers zur alleinigen Richtschnur ihrer Entscheidungen bestimme. Nur im Falle der
Moglichkeit, interpretativ zwischen mehreren maglichen Auslegungen zu wahlen, musse - entsprechend dem Gebot
der verfassungskonformen Interpretation - jene als Norminhalt verstanden werden, die das Gesetz als
verfassungskonform erscheinen lasse. Gerade die Regelung Uber die Sperr- und Ldschungsfristen fur in der Zentralen
Informationssammlung verarbeitete Daten (858 Abs1 Z6 SPG) sei aber klar und unzweideutig. Auch die Aufnahme des
Beschwerdefiihrers in die Zentrale Informationssammlung gemaf 8§57 Abs1 Z6 SPG sei zu Recht erfolgt, weshalb der
Antrag auf Léschung dieser Daten abzuweisen gewesen sei.

Dem Vorbringen des Beschwerdefiihrers, er sei durch die Nicht-Erganzung der ihn betreffenden Daten bzw. durch die
Nicht-Feststellung dieser Rechtsverletzung durch die belangte Behérde in seinen Rechten verletzt worden, halt die
Datenschutzkommission entgegen, dass sich aus dem SPG kein subjektiv-6ffentliches Recht auf Ergdnzung bzw.
FortfUhrung einer einmal erfolgten Datenspeicherung ableiten lasse.857 Abs1 SPG stelle lediglich eine
Ermachtigungsnorm dar, deren Notwendigkeit sich insbesondere aus dem damit verbundenen Eingriff in das
Grundrecht auf Datenschutz gemall 81 Abs1 DSG ergebe. Eine Auslegung des Gesetzes dahin, dass die
Sicherheitsbehérde die Daten zwingend zu erganzen habe, sei nur unter dem Gesichtspunkt denkbar, dass eine
unrichtige Datenverarbeitung vorliege, die den Beschwerdefiihrer in seinem subjektiven Recht auf Richtigstellung
automationsunterstitzt verarbeiteter Daten gemald 81 Abs4 iVm. §12 Abs1 DSG verletzen kénnte. Das Verfahren habe
aber nicht ergeben, dass die den Beschwerdefiihrer betreffenden Datenverarbeitungen unrichtig gewesen waren.

5. Der Verfassungsgerichtshof hat auch den Verfassungsdienst des Bundeskanzleramtes ersucht, zu den in der
Beschwerde aufgeworfenen Bedenken gegen die 8857 und 58 SPG Stellung zu nehmen. In der dazu erstatteten
AuRerung wird diesen Bedenken Folgendes entgegengehalten:

"l. Art8 MRK - Recht auf Privatleben

Geht man davon aus, dal} die gegenstandliche Datenverarbeitung einen Eingriff in das Grundrecht nach Art8 MRK
bildet, so stellt sich die Frage, ob diese MalRnahme dem Eingriffsvorbehalt des Art8 Abs2 MRK entspricht. Es ist daher
zu prufen, ob die Verarbeitung der in 8§57 Abs1 SPG vorgesehenen personenbezogenen Daten eine MalRhahme
darstellt, die in einer demokratischen Gesellschaft zur Verhitung von Verbrechen oder zur Wahrung der nationalen
Sicherheit notwendig sind.

Im Sinne der Rechtsprechung des Verfassungsgerichtshofes zur Verhaltnismal3igkeit missen folgende
Voraussetzungen erfillt sein:

Das Ziel der Regelung muf3 im o6ffentlichen Interesse liegen. Die Regelung muB zur Erreichung des Zieles geeignet sein.
Zur Verfolgung des Zieles muf ein moglichst schonendes Mittel eingesetzt werden. Zwischen &ffentlichem Interesse
und der durch einen Eingriff verklrzten Grundrechtsposition des Betroffenen muf3 eine angemessene Relation
bestehen.

Aufgrund der folgenden Uberlegungen ist davon auszugehen, daR die Voraussetzungen des Art8 Abs2 MRK im
vorliegenden Fall vorliegen:

857 Abs1 Z6 SPG enthalt die Erméachtigung der Sicherheitsbehérden zur zentralen Verarbeitung personenbezogener
Daten eines Menschen, gegen den Ermittlungen im Dienste der Strafrechtspflege eingeleitet worden sind. Die
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Speicherung gibt den zugriffsberechtigten Behdrden ausschliel3lich die Information, dass zu einem bestimmten
Zeitpunkt gegen einen Menschen der Verdacht der Begehung einer strafbaren Handlung vorgelegen hat und dass
diese Information von einer Sicherheitsbehdrde an die zustandige Staatsanwaltschaft weitergeleitet worden ist. Aus
verschiedenen, im weiteren darzustellenden Grinden ist das Wissen der Sicherheitsbehorden,
staatsanwaltschaftlichen Behdrden und der Gerichte um solche Verdachtsmomente zur Verhinderung von strafbaren
Handlungen im Sinne des Art8 Abs2 EMRK geeignet und notwendig. Im Rahmen der polizeilichen Aufgabenstellung,
von der sicherheitspolizeilichen Klarungsverpflichtung zur Vorbeugung weiterer strafbarer Handlungen (822 Abs3 SPG)
bis zum strafprozessualen Aufklarungsgebot (8§24 StPO), werden die in§57 Abs1 SPG aufgezahlten personenbezogenen
Daten ermittelt und verarbeitet, letztlich zur Verfolgung des Ubergeordneten Zieles der Verbrechensverhitung im
Sinne des Art8 Abs2 MRK. Daten Uber Tatverdachtige sind etwa dazu erforderlich, um bei mehreren Verdachtigen
moglichst rasch die notwendigen Hinweise flir den AusschluB von Nichtbeteiligten zu erlangen, um bundesweit
allfallige ortliche Zusammenhange einzelner Straftaten Uberprifen zu kénnen, um Informationen dartber zu erlangen,
ob mehrere Verdachtige bandenmaRig oder organisiert vorgehen oder der Verdacht der gewerbsmaRigen Begehung
vorliegt. Beamte vor Ort haben die Mdoglichkeit, innerhalb kirzester Zeit Anhaltspunkte Uber die bei einer
Amtshandlung oft unerldBliche Frage der Gewaltneigung oder Rickfallsneigung eines Verdachtigen oder Uber die
Wahrscheinlichkeit weiterer Delikte, wie z. B. von 'Nachtaten' oder 'Zusammenhangstaten' (etwa die Verwirklichung
einer gefahrlichen Drohung) zu erlangen. Auch bei einer durch Organe der Sicherheitsbehdérden vorzunehmenden
Gefahrlichkeitsprognose in Bezug auf einen Gewalttater im Familienkreis, gegen den angemessen vorgegangen werden
soll, sind einschlagige Daten aus der zentralen Evidenz von entscheidender Bedeutung.

Auch fur die Erledigung eines gerichtlichen Strafverfahrens ist die Speicherung und Aufbewahrung der nach 857 Abs1
76 SPG verarbeiteten Daten notwendig. So ergeht etwa eine gerichtliche Entscheidung, mit der ein Verfahren gemaR
842 StGB beendet wird, lediglich auf Grund einer (begriindeten) Verdachtslage, wie sie sich aus dem von den
Sicherheitsbehdrden an die Staatsanwaltschaft Ubermittelten Akteninhalt ergibt (siehe z.B. OGH 28.2.1978 JBI 1978,
494 oder EvBI 1980/135 = Bl 1981, 45). Die Bejahung der Verwirklichung des objektiven und subjektiven Tatbestandes
des Delikts ist nicht erforderlich. Ganz im Gegenteil. Die restlose Klarung der Sachlage wirde weitere
Beweisaufnahmen verlangen, die aber die mangelnde Strafwirdigkeit der Tat nicht mehr in Frage stellen kdnnten,
sondern dem Grundsatz der ProzeRdkonomie zuwiderliegen. DarUber hinaus ist in den Fallen von vereinfachten
Verfahrenserledigungen, Sanktionsverzicht und alternativen Sanktionsformen zunehmend relevant, ob gegen den
Betreffenden erstmals Strafanzeige erstattet wurde oder nicht. Denkbar ist, dal3 nach einer Diversionsentscheidung
das Verfahren fortgesetzt und mit dem auf der neuen Anzeige beruhenden Strafverfahren verbunden wird, oder dass
trotz des Bagatellcharakters der neu vorgeworfenen Tat die Spezialpravention jedenfalls eine Anklage gebietet. Auch
far die durch die StrafprozefBnovelle 1999 geschaffene diversionellen MaBnahmen, die ab 1. Janner 2000 zum Rucktritt
von der Verfolgung fuihren kdénnen, wird das Wissen der Strafverfolgungsbehorden Uber vergangene, einschlagige
Verdachtsmomente von Bedeutung sein.

Der besondere Mehrwert, den diese sicherheitspolizeilichen Informationen gegeniber anderen Dateien bieten,
besteht darin, daR die Informationen bereits in einem sehr frihen Stadium polizeilichen Einschreitens verfiigbar sind -
die Verarbeitung erfolgt bei Erstattung einer Anzeige wegen Verdachts einer strafbaren Handlung an eine
Strafverfolgungsbehdrde - und nicht erst nach Beendigung des Strafprozesses. Der Informationsgehalt der Daten zielt
gerade nicht darauf ab, ob eine Straftat tatsachlich begangen wurde und eine Verurteilung nach dem StGB erfolgte,
sondern wird, wie oben dargestellt, von den Sicherheitsbehérden zur Erfiillung ihrer Aufgaben benétigt, unabhangig
davon, welchen Ausgang das Strafverfahren letztendlich genommen hat. Daher Uberwiegt auch das offentliche
Interesse der Sicherheitsbehdrden an der Ermittlung und Verarbeitung der Daten nach 857 Abs1 Z6 SPG zur
Verhinderung von strafbaren Handlungen das Interesse eines Betroffenen an der Geheimhaltung, zumal entgegen den
Ausfihrungen des Beschwerdeflihrers nicht samtliche Verwaltungsbehérden, sondern nur Sicherheitsbehdrden,
staatsanwaltschaftliche Behérden und Finanzstrafbehdérden Zugriff auf die Daten haben.

Der Beschwerdefuhrer vergleicht die Speicherdauer von rechtskraftigen Freiheitsstrafen nach dem Tilgungsgesetz mit
jener im Sicherheitspolizeigesetz. Diese Gegenuberstellung ist aber insofern unzulassig, als die Aussagekraft der Daten
und der Zweck ihrer Verarbeitung unterschiedlich sind. Wie bereits ausgefihrt, handelt es sich bei einem nach 857
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Abs1 Z6 SPG verarbeiteten Datum um das bloRe Faktum des Tatverdachts und der Anzeigenerstattung durch die
Sicherheitsbehérde an die Staatsanwaltschaft. Im Gegensatz zu einer rechtskraftigen Verurteilung ist damit weder
Uber die Schuld des Betroffenen noch Uber allfallige Rechtsfolgen (Strafen) eine Aussage getroffen.

Die Entscheidung fur eine funfjahrige Speicherdauer |3t sich vielmehr auf Erfahrungswerte der Sicherheitsbehérden
und Gerichte zuruckfihren, die die Daten zur Erfallung ihrer Aufgaben bendtigen, wobei der Entscheidung des
Gesetzgebers fir eine Speicherdauer von funf Jahren eine sorgfaltige Abwagung zwischen dem 6ffentlichen Interesse
an der Verhinderung von Straftaten und dem Interesse des Einzelnen an der Achtung seines Privatlebens und der
Geheimhaltung seiner Daten zugrundeliegt.

II. 81 DSG - Grundrecht auf Datenschutz

Dieses Grundrecht garantiert dem Einzelnen die Geheimhaltung der ihn betreffenden Daten, soweit er daran ein
schutzwuirdiges Interesse hat, somit auch einen Schutz vor Verarbeitung in der automationsunterstitzten
Datenverarbeitung einer Sicherheitsbehdrde (81 Abs1 iVm. 86 DSG). Gemal 81 Abs2 DSG sind Beschrankungen des
Rechtes nach Abs1 nur zur Wahrung berechtigter Interessen eines anderen oder aufgrund von Gesetzen zuldssig, die
aus den in Art8 Abs2 MRK genannten Grinden notwendig sind. Auch im Falle solcher Beschrankungen mul jedoch der
vertraulichen Behandlung personenbezogener Daten der Vorrang gegeben werden.

857 Abs1 SPG stellt eine Eingriffsnorm im Sinne des Eingriffsvorbehalts gemaR 81 Abs2 DSG dar. Dabei sind die
Grenzen der Zulassigkeit wie nach Art8 Abs2 MRK zu ziehen. Dem Beschwerdeflhrer ist insoferne zuzustimmen, als §1
Abs2 letzter Satz DSG sowohl die Gesetzgebung als auch die Vollziehung zum vertraulichen Umgang mit
personenbezogenen Daten verpflichtet.

Der Beschwerdeflihrer geht nun davon aus, dass die behaupteten Bestimmungen 'Uber die Grenzen des materiellen
Eingriffsvorbehaltes des Art8 Abs2 EMRK hinaus(gehen)'. Diesbezlglich wird auf die Ausfihrungen unter Punkt |

verwiesen.

Gemall 81 Abs4 DSG hat jedermann, soweit Daten Uber ihn automationsunterstliitzt verarbeitet werden, nach
Maligabe gesetzlicher Bestimmungen das Recht auf Richtigstellung unrichtiger und auf Loschung unzulassigerweise
ermittelter oder verarbeiteter Daten. GemaR §1 Abs5 DSG sind Beschrankungen der Rechte nach Abs3 und 4 nur unter
den in Abs2 genannten Voraussetzungen zuldssig. 858 Abs1 Z6 SPG stellt eine derartige beschrankende 'gesetzliche
Bestimmung' dar. Auch derartige Beschrankungen des Ldschungsrechtes sind nur unter den in §1 Abs2 DSG
genannten Voraussetzungen zuldssig. Auch diesbezlglich sei auf die unter Punkt | gemachten AusfUhrungen

verwiesen.
Il. Arté Abs2 MRK - Unschuldsvermutung

Nach der Verfahrensgarantie des Art6 Abs2 MRK darf jemand erst dann bestraft werden, wenn Sachverhalt und
Verschulden in einem gesetzmaligen Verfahren festgestellt wurden. Nach Auffassung des Bundeskanzleramtes-
Verfassungsdienst wird diese Bestimmung im vorliegenden Fall nicht verletzt:

Wie oben bereits erldutert, normieren die 8857 Abs1 Z6 und 58 Abs1 Z6 SPG lediglich die Speicherung von
personenbezogenen Daten von Menschen, gegen die Ermittlungen im Dienste der Strafrechtspflege eingeleitet worden
sind, ohne irgendwelche Folgen daran zu knlpfen. Die Speicherung von personenbezogenen Daten ist daher fur sich
alleine noch nicht geeignet, gegen Art6 Abs2 MRK zu verstol3en.

Im Ubrigen wurde die Notwendigkeit der Datenermittiung und Verarbeitung fur die Erfillung bestimmter staatlicher
Aufgaben bereits ausgefihrt und der Informationswert der Daten in diesem Zusammenhang erldutert. Wenn der
Beschwerdefiihrer die Voreingenommenheit einer Sicherheitsbehdrde, einer staatsanwaltschaftlichen Behérde oder
eines unabhangigen Gerichts aufgrund allfalliger, friiherer Anzeigenerstattungen durch die Sicherheitsbehérden
behauptet, so verkennt er die Aussagekraft und Notwendigkeit der Datenverarbeitung: Dies zeigt sich schon daran,
daB er von 'unzutreffenden' und 'unvollstdndigen' Daten im kriminalpolizeilichen Aktenindex spricht, weil Erganzungen
oder Ldschungen nach Freisprichen nicht vorgesehen sind. Ihm ist entgegenzuhalten, dal3 eine Aktualisierung der
Daten, etwa nach Freisprichen, gerade deshalb nicht von Amts wegen zu erfolgen hat, weil zu keinem Zeitpunkt tGber
Schuld oder Strafe eine Aussage getroffen wurde und eine solche auch nicht indiziert werden soll. Bei richtiger
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Bewertung des Informationsgehaltes der Daten im Hinblick auf deren Verwendung durch die oben genannten
Behorden und Gerichte bei Erfillung ihrer Aufgaben kann von einem Verstol3 gegen die Unschuldsvermutung nicht
gesprochen werden.

Im Ubrigen darf in diesem Zusammenhang darauf hingewiesen werden, daf8 nach der Rechtsprechung der Stral3burger
Konventionsorgane in einem Strafverfahren selbst eine Bezugnahme auf andere noch nicht rechtskraftig festgestellte
Straftaten zuldssig ist, soweit dies nur im Rahmen der Feststellungen Uber die personlichen Verhdltnisse des
Angeklagten geschieht und sich nur auf die Strafzumessung, nicht aber auf die Schuldfeststellung auswirkt (siehe
Frowein-Peukert, EMRK-Kommentar2,1996, 292 unter Hinweis auf die Judikatur). Umso weniger kann aber die bloRe
Speicherung von Daten, die auf Schuldfeststellungen in Bezug auf den Betroffenen keinerlei Auswirkungen hat, mit
Art6 Abs2 MRK in Widerspruch stehen."

6. Der Beschwerdefihrer replizierte auf diese Stellungnahme des Verfassungsdienstes des Bundeskanzleramtes u.a.
wie folgt:

Nicht nur die erstmalige Erfassung und automationsunterstitzte Speicherung von personenbezogenen Daten,
sondern auch die Evidenthaltung dieser Daten bedurfe einer verfassungskonformen Ermachtigung. Selbst wenn man
davon ausgehe, dass es der Eingriffsermachtigung des Art8 Abs2 EMRK entsprache, dass die Tatsache gegen eine
Person eingeleiteter Ermittlungen im Dienste der Strafrechtspflege gespeichert werden dirfe, so sei es nicht zu
rechtfertigen, dass diese Befugnis zur Evidenthaltung nicht erlésche, sobald das Verfahren eingestellt worden oder der
Freispruch in Rechtskraft erwachsen sei. Mit der in §58 Abs1 Z6 SPG normierten Speicherdauer von 5 Jahren (zuzlglich
zweier weiterer Jahre bis zur tatsachlichen Léschung) werde den Sicherheitsbehérden eine Befugnis eingerdumt, die in
keinem Zusammenhang mehr mit einer etwaigen Verbrechenspravention stehen kdnne oder dirfe, da es sich um
Daten von unbescholtenen Blrgern handle. Die ausdrickliche Anordnung des §1 Abs2 DSG, dass dem Recht auf
Geheimhaltung personenbezogener Daten der grundsatzliche Vorrang eingerdaumt werden musse, werde dadurch in
eklatanter Weise verletzt.

Il. 1. Die belangte Behorde stltzt den vor dem Verfassungsgerichtshof bekampften Bescheid ausdricklich u.a. auf 857
Abs1 Z6 iVm. 858 Abs1 Z6 litb SPG. Es hat daher auch der Verfassungsgerichtshof diese Bestimmungen bei seiner
Entscheidung Uber die an ihn gerichtete Beschwerde anzuwenden.

2. Aus Anlass dieser Beschwerde hat der Verfassungsgerichtshof von Amts wegen gemaR Art140 Abs1 B-VG mit
Beschluss vom 30. Juni 2000 ein Verfahren zur Prifung der VerfassungsmaRigkeit des 857 Abs1 Z6 und des §58 Abs1
Z6 litb des Sicherheitspolizeigesetzes, BGBI. Nr. 566/1991, idF BGBI. | Nr. 104/1997, eingeleitet.

Mit Erkenntnis vom 16. Marz 2001, G94/00, hat der Verfassungsgerichtshof die in Prifung gezogenen Bestimmungen
des 857 Abs1 Z6 und des 858 Abs1 Z6 litb des Sicherheitspolizeigesetzes, BGBI. Nr. 566/1991, idF BGBI. | Nr. 104/1997,
nicht als verfassungswidrig aufgehoben.

Il. Der Verfassungsgerichtshof hat Uber die zulassige Beschwerde erwogen:

1. Im Gesetzesprufungsverfahren hat sich der Verfassungsgerichtshof mit den vom Beschwerdefiihrer geduRerten
Bedenken hinsichtlich der VerfassungsmaRigkeit des 8§57 Abs1 Z6 und des 858 Abs1 Z6 litb des
Sicherheitspolizeigesetzes, BGBI. Nr. 566/1991, idFBGBI. | Nr. 104/1997, auseinandergesetzt. Das Verfahren hat
ergeben, dass die Bedenken ob der VerfassungsmaRigkeit der in Prifung gezogenen Bestimmungen - im Hinblick auf
Art8 Abs2 EMRK - nicht zutreffen. Auch sonst bestehen unter dem Gesichtspunkt des vorliegenden Beschwerdefalls
gegen die den angefochtenen Bescheid tragenden Rechtsvorschriften keine rechtlichen Bedenken.

Der Beschwerdeflhrer ist also nicht wegen Anwendung einer rechtswidrigen generellen Norm in seinen Rechten
verletzt worden.

2. Die durch den angefochtenen Bescheid im Effekt bestatigte Zuldssigkeit der Speicherung der Daten gemaf §57 Abs1
76 SPG (Anzeigen gegen den Beschwerdefiihrer) wahrend des Zeitraumes gemaR 8§58 Abs1 Z6 litb SPG iVm dem
zweiten Satz dieses Absatzes greift in das dem Beschwerdefihrer gemaR Art8 EMRK verfassungsgesetzlich
gewahrleistete Recht auf Achtung des Privat- und Familienlebens ein.

Nach der standigen Rechtsprechung des Verfassungsgerichtshofes ist ein Eingriff in dieses verfassungsgesetzlich
garantierte und unter Gesetzesvorbehalt stehende Recht dann verfassungswidrig, wenn der ihn verfiigende Bescheid
ohne jede Rechtsgrundlage erging, auf einer dem Art8 EMRK widersprechenden Rechtsgrundlage beruht oder wenn
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die Behorde bei Erlassung des Bescheides eine verfassungsrechtlich unbedenkliche Rechtsgrundlage in
denkunmoglicher Weise anwendete; ein solcher Fall liegt nur vor, wenn die Behérde einen so schweren Fehler beging,
dass dieser mit Gesetzlosigkeit auf eine Stufe zu stellen ist, oder wenn sie der angewendeten Rechtsvorschrift
falschlicherweise einen verfassungswidrigen, insbesondere einen dem Art8 Abs1 EMRK widersprechenden und durch
Art8 Abs2 EMRK nicht gedeckten Inhalt unterstellte (vgl. VfSlg. 11.638/1988).

Die belangte Behorde hat das Recht des Beschwerdefiihrers auf Léschung der Uber ihn gespeicherten Anzeigedaten
vor Ablauf der in 858 Abs1 Z6 litb SPG iVm dem zweiten Satz dieses Absatzes genannten Frist unter Hinweis auf §857,
58, 61 und 63 Abs1 SPG generell verneint.

Im Erkenntnis vom 16. Marz 2001, G94/00, ist der Verfassungsgerichtshof jedoch in verfassungskonformer Auslegung
der 8861 und 63 SPG zum Ergebnis gekommen, dass eine Loschung auch vor Ablauf der in 858 Abs1 Z6 litb SPG iVm
dem zweiten Satz dieses Absatzes genannten Frist zuldssig und unter Umstanden geboten ist. Dies dann, wenn die
weitere Speicherung der Anzeigedaten fir Zwecke der Strafrechtspflege nicht mehr erforderlich ist. Ob die
Voraussetzungen fur die Loschung vorliegen ist im Einzelfall unter Vornahme einer Interessenabwagung zu beurteilen.

Indem die belangte Behdrde die Loschung der gemal3 857 Abs1 Z6 SPG gespeicherten Anzeigedaten vor Ablauf der in
858 Abs1 Z6 litb SPG iVm dem zweiten Satz dieses Absatzes genannten Frist von vornherein verweigerte und daher die
Umstande des Einzelfalles nicht abgewogen hat, hat sie den 8861 und 63 SPG einen Art8 Abs1 EMRK
widersprechenden und durch Art8 Abs2 EMRK nicht gedeckten Inhalt unterstellt und den Beschwerdeflihrer dadurch
in dem verfassungsgesetzlich gewahrleisteten Recht auf Achtung des Privat- und Familienlebens (Art8 EMRK) verletzt.

Der Bescheid war daher aufzuheben.

3. Die Kostenentscheidung beruht auf 888 VerfGG 1953. In den zugesprochenen Kosten ist eine Umsatzsteuer in der
Hoéhe von S 4.500,-

enthalten.

4. Diese Entscheidung konnte gemal? §19 Abs4 erster Satz VerfGG 1953 ohne miundliche Verhandlung in
nichtoffentlicher Sitzung getroffen werden.
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