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Verstol3 des generellen Ausschlusses des Auskunftsrechts betreffend erkennungsdienstliche Daten (zB einer DNA-
Untersuchung) im Sicherheitspolizeigesetz gegen das verfassungsgesetzlich gewahrleistete Recht auf Auskunft nach
dem Datenschutzgesetz

Spruch

Die Wortfolge "8§11 und" in §80 Sicherheitspolizeigesetz, BGBI. Nr. 566/1991, war verfassungswidrig.

Der Bundeskanzler ist zur unverziglichen Kundmachung dieses Ausspruchs im Bundesgesetzblatt | verpflichtet.
Begriindung

Entscheidungsgrinde:

I. 1. Beim Verfassungsgerichtshof ist zu B813/02 das Verfahren Uber eine auf Art144 B-VG gestltzte Beschwerde
anhangig, der folgender Sachverhalt zu Grunde liegt:

1.1. Aus Anlass einer am 16. Dezember 1999 von der Bundespolizeidirektion Wels beim Beschwerdeflhrer
vorgenommenen DNA-Untersuchung (Mundhohlenabstrich) begehrte dieser, ihm eine Auswertung der DNA-Analyse

zu Uberlassen.

Da dieser Antrag nicht fristgerecht erledigt wurde, stellte der Beschwerdefiihrer am 19. Juni 2000 gemal? §73 Abs1 AVG
den Antrag auf Ubergang der Entscheidungszustindigkeit auf die Sicherheitsdirektion fiir das Bundesland
Oberdsterreich sowie - in weiterer Folge - am 7. Februar 2001 den Antrag auf Ubergang der
Entscheidungszustandigkeit auf den Bundesminister fur Inneres.
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Mit Bescheid vom 15. Mai 2001 gab der Bundesminister fur Inneres dem Devolutionsantrag statt und wies unter einem
den Antrag auf Erhalt einer schriftlichen Ausfertigung des Ergebnisses der DNA-Untersuchung gemald §79 Abs2
Sicherheitspolizeigesetz (im Folgenden: SPG) ab.

1.2. Am 20. Mai 2001 erhob der Einschreiter Beschwerde an die Datenschutzkommission und stellte insbesondere den
Antrag, "die Verletzung des Antragstellers im Recht auf Auskunftserteilung festzustellen, und zwar insbesondere
dadurch, dass weder von der Bundespolizeidirektion Wels, noch vom Bundesminister fir Inneres das
Auskunftsbegehren innerhalb der in §26 Abs4 DSG [Datenschutzgesetz 2000 (im Folgenden: DSG 2000)] bestimmten
Frist einer Erledigung zugefiihrt wurde, sowie dadurch, dass die beantragte Uberlassung einer Auswertung der DNA-
Untersuchung bzw. eines Gleichstlicks des dabei aufgenommenen Filmstreifens nicht erfolgte". In einem erganzenden
Schriftsatz vom 17. Juli 2001 beantragte der Beschwerdefuhrer "die Hinwirkung" seitens der Datenschutzkommission

auf die beantragte Auskunftserteilung.

1.3. Diesen Antrag wies die Datenschutzkommission mit Bescheid vom 15. Marz 2002 ab und begrindete dies im
Wesentlichen damit, dass DNA-Profile gemald 864 Abs4 SPG erkennungsdienstliche Daten seien, die (nur) in der
Erkennungsdienstlichen Evidenz nach 875 SPG verarbeitet werden. Gemal3 880 leg. cit. sei aber das Auskunftsrecht des
811 Datenschutzgesetz 1978 (im Folgenden: DSG 1978) - bzw. nunmehr des 826 DSG 2000 - auf erkennungsdienstliche
Daten, die gemal den §870 oder 75 SPG verarbeitet werden, nicht anzuwenden.

2. Gegen diesen Bescheid richtet sich die oben unter Pkt. 1. erwdhnte Beschwerde an den Verfassungsgerichtshof.

3. Der Verfassungsgerichtshof hat aus Anlass dieser Beschwerde am 12. Dezember 2002 beschlossen, gemaR Art140
Abs1 B-VG ein Verfahren zur Prifung der Verfassungsmaligkeit der Wortfolge "811 und" in 880
Sicherheitspolizeigesetz, BGBI. Nr. 566/1991, einzuleiten.

4. Die Bundesregierung hat von der Erstattung einer AuRerung Abstand genommen.
. Zur Rechtslage:

1. 81 des Bundesgesetzes Uber den Schutz personenbezogener Daten (Datenschutzgesetz 2000 - DSG 2000), BGBI. I Nr.
165/1999, lautet:

"Artikel 1
(Verfassungsbestimmung)
Grundrecht auf Datenschutz

81. (1) Jedermann hat, insbesondere auch im Hinblick auf die Achtung seines Privat- und Familienlebens, Anspruch auf
Geheimhaltung der ihn betreffenden personenbezogenen Daten, soweit ein schutzwirdiges Interesse daran besteht.
Das Bestehen eines solchen Interesses ist ausgeschlossen, wenn Daten infolge ihrer allgemeinen Verfligbarkeit oder

wegen ihrer mangelnden Ruckfihrbarkeit auf den Betroffenen einem Geheimhaltungsanspruch nicht zuganglich sind.

(2) Soweit die Verwendung von personenbezogenen Daten nicht im lebenswichtigen Interesse des Betroffenen oder
mit seiner Zustimmung erfolgt, sind Beschrankungen des Anspruchs auf Geheimhaltung nur zur Wahrung
Uberwiegender berechtigter Interessen eines anderen zulassig, und zwar bei Eingriffen einer staatlichen Behdérde nur
auf Grund von Gesetzen, die aus den in Art8 Abs2 der Europaischen Konvention zum Schutze der Menschenrechte und
Grundfreiheiten (EMRK), BGBI. Nr. 210/1958, genannten Grinden notwendig sind. Derartige Gesetze durfen die
Verwendung von Daten, die ihrer Art nach besonders schutzwirdig sind, nur zur Wahrung wichtiger &ffentlicher
Interessen vorsehen und mussen gleichzeitig angemessene Garantien fur den Schutz der Geheimhaltungsinteressen
der Betroffenen festlegen. Auch im Falle zulassiger Beschrankungen darf der Eingriff in das Grundrecht jeweils nur in
der gelindesten, zum Ziel fihrenden Art vorgenommen werden.

(3) Jedermann hat, soweit ihn betreffende personenbezogene Daten zur automationsunterstitzten Verarbeitung oder
zur Verarbeitung in manuell, dh. ohne Automationsunterstitzung gefihrten Dateien bestimmt sind, nach Mal3gabe
gesetzlicher Bestimmungen

1. das Recht auf Auskunft dariber, wer welche Daten Uber ihn verarbeitet, woher die Daten stammen, und wozu sie
verwendet werden, insbesondere auch, an wen sie Ubermittelt werden;

2. das Recht auf Richtigstellung unrichtiger Daten und das Recht auf L6schung unzuldssigerweise verarbeiteter Daten.
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(4) Beschrankungen der Rechte nach Abs3 sind nur unter den in Abs2 genannten Voraussetzungen zulassig.

O LI

2. 880 Sicherheitspolizeigesetz, BGBI. Nr. 566/1991, (idF vor der NovelleBGBI. | Nr. 104/2002), lautete (der in Prifung
gezogene Teil ist hervorgehoben):

"Ausnahmen vom Datenschutzgesetz

880. Die Bestimmungen der 8811 und 12 des Datenschutzgesetzes sind auf erkennungsdienstliche Daten, die gemal}
den 8870 oder 75 verarbeitet werden, nicht anzuwenden."

3. Diese Bestimmung steht in folgendem rechtlichen Zusammenhang:
3.1. 811 Datenschutzgesetz [1978], BGBI. Nr. 565/1978 idF BGBI. Nr. 370/1986, lautet:
"AUSKUNFTSRECHT

811. (1) Dem Betroffenen sind bei Nachweis seiner Identitat auf schriftlichen Antrag beim Auftraggeber seine Daten in
allgemein verstandlicher Form sowie deren Herkunft und die Rechtsgrundlage fir deren Ermittlung, Verarbeitung,
Beniitzung und Ubermittlung binnen vier Wochen schriftlich mitzuteilen, soweit es sich dabei nicht um solche Daten
handelt, die auf Grund eines Gesetzes oder einer Verordnung bei Uberwiegendem o6ffentlichem Interesse auch ihm
gegenlber geheimzuhalten sind. Werden oder wurden Daten Ubermittelt, kann der Betroffene auch Auskunft tGber
den Empfanger verlangen.

(2) Der Betroffene hat am Verfahren mitzuwirken. Er hat diejenigen Datenverarbeitungen zu bezeichnen, bezlglich
derer er Betroffener sein kann, oder glaubhaft zu machen, daR er irrtimlich oder miBbrauchlich in Datenbestanden
des Auftraggebers enthalten ist.

(3) Wird einem Antrag nach Abs1 nicht oder nicht vollinhaltlich stattgegeben, so ist dies dem Betroffenen binnen vier
Wochen unter Angabe des Grundes schriftlich mitzuteilen.

(4) Die Erteilung einer Auskunft nach Abs1 hat unentgeltlich zu erfolgen, wenn sie den aktuellen Datenbestand betrifft
und wenn der Auskunftswerber im laufenden Jahr noch kein Auskunftsersuchen an den Auftraggeber betreffend
dasselbe Aufgabengebiet gestellt hat. Fur alle anderen Falle kann in der Datenschutzverordnung nach Anhérung des
Datenschutzrates ein pauschalierter Kostenersatz vorgeschrieben werden. Die Héhe dieses Kostenersatzes ist so
festzulegen, dal3 die notwendigen aus der Bearbeitung des Auskunftsersuchens tatsachlich erwachsenden Kosten
gedeckt sind. Von der Bearbeitung des Auskunftsersuchens kann abgesehen werden, wenn der Betroffene nicht
gemall Abs2 am Verfahren mitwirkt oder der festgesetzte Kostenersatz nicht entrichtet wurde. Ein etwa geleisteter
Kostenersatz ist ungeachtet weiterer Schadenersatzanspruiche zurlickzuerstatten, wenn Daten rechtswidrig verwendet

wurden oder wenn die Auskunft sonst zu einer Richtigstellung gefihrt hat."

826 Datenschutzgesetz 2000, BGBI. | Nr. 165/1999 idF BGBI. | Nr. 136/2001, lautet:
"5. Abschnitt

Die Rechte des Betroffenen

Auskunftsrecht

826. (1) Der Auftraggeber hat dem Betroffenen Auskunft Gber die zu seiner Person verarbeiteten Daten zu geben,
wenn der Betroffene dies schriftlich verlangt und seine Identitat in geeigneter Form nachweist. Mit Zustimmung des
Auftraggebers kann das Auskunftsbegehren auch mandlich gestellt werden. Die Auskunft hat die verarbeiteten Daten,
die verfliigbaren Informationen tber ihre Herkunft, allfallige Empfénger oder Empfangerkreise von Ubermittlungen,
den Zweck der Datenverwendung sowie die Rechtsgrundlagen hiefur in allgemein verstandlicher Form anzufthren. Auf
Verlangen des Betroffenen sind auch Namen und Adresse von Dienstleistern bekannt zu geben, falls sie mit der
Verarbeitung seiner Daten beauftragt sind. Mit Zustimmung des Betroffenen kann anstelle der schriftlichen Auskunft
auch eine mundliche Auskunft mit der Moglichkeit der Einsichtnahme und der Abschrift oder Ablichtung gegeben

werden.

(2) Die Auskunft ist nicht zu erteilen, soweit dies zum Schutz des Betroffenen aus besonderen Griinden notwendig ist

oder soweit Uberwiegende berechtigte Interessen des Auftraggebers oder eines Dritten, insbesondere auch
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Uberwiegende 6ffentliche Interessen, der Auskunftserteilung entgegenstehen. Uberwiegende offentliche Interessen
kénnen sich hiebei aus der Notwendigkeit

1. des Schutzes der verfassungsmaéRigen Einrichtungen der Republik Osterreich oder
2. der Sicherung der Einsatzbereitschaft des Bundesheeres oder
3. der Sicherung der Interessen der umfassenden Landesverteidigung oder

4. des Schutzes wichtiger auRenpolitischer, wirtschaftlicher oder finanzieller Interessen der Republik Osterreich oder
der Europaischen Union oder

5. der Vorbeugung, Verhinderung oder Verfolgung von Straftaten

ergeben. Die Zulassigkeit der Auskunftsverweigerung aus den Grinden der Z1 bis 5 unterliegt der Kontrolle durch die
Datenschutzkommission nach 830 Abs3 und dem besonderen Beschwerdeverfahren vor der Datenschutzkommission
gemal §31 Abs4.

(3) Der Betroffene hat am Auskunftsverfahren Uber Befragung in dem ihm zumutbaren Ausmal} mitzuwirken, um
ungerechtfertigten und unverhaltnismaRigen Aufwand beim Auftraggeber zu vermeiden.

(4) Innerhalb von acht Wochen nach Einlangen des Begehrens ist die Auskunft zu erteilen oder schriftlich zu
begriinden, warum sie nicht oder nicht vollstandig erteilt wird. Von der Erteilung der Auskunft kann auch deshalb
abgesehen werden, weil der Betroffene am Verfahren nicht gemall Abs3 mitgewirkt oder weil er den Kostenersatz
nicht geleistet hat.

(5) In jenen Bereichen der Vollziehung, die mit der Wahrnehmung der in Abs2 Z1 bis 5 bezeichneten Aufgaben betraut
sind, ist, soweit dies zum Schutz jener 6ffentlichen Interessen notwendig ist, die eine Auskunftsverweigerung erfordert,
folgendermalen vorzugehen: Es ist in allen Fallen, in welchen keine Auskunft erteilt wird - also auch weil tatsachlich
keine Daten verwendet werden -, anstelle einer inhaltlichen Begrindung der Hinweis zu geben, dal3 keine der
Auskunftspflicht unterliegenden Daten Uber den Betroffenen verwendet werden. Die Zuldssigkeit dieser
Vorgangsweise unterliegt der Kontrolle durch die Datenschutzkommission nach 830 Abs3 und dem besonderen
Beschwerdeverfahren vor der Datenschutzkommission nach 831 Abs4.

(6) Die Auskunft ist unentgeltlich zu erteilen, wenn sie den aktuellen Datenbestand einer Datenanwendung betrifft und
wenn der Betroffene im laufenden Jahr noch kein Auskunftsersuchen an den Auftraggeber zum selben
Aufgabengebiet gestellt hat. In allen anderen Fallen kann ein pauschalierter Kostenersatz von 18,89 Euro verlangt
werden, von dem wegen tatsachlich erwachsender hdherer Kosten abgewichen werden darf. Ein etwa geleisteter
Kostenersatz ist ungeachtet allfdlliger Schadenersatzanspriche zurlckzuerstatten, wenn Daten rechtswidrig
verwendet wurden oder wenn die Auskunft sonst zu einer Richtigstellung gefthrt hat.

(7) Ab dem Zeitpunkt der Kenntnis von einem Auskunftsverlangen darf der Auftraggeber Daten Uber den Betroffenen
innerhalb eines Zeitraums von vier Monaten und im Falle der Erhebung einer Beschwerde gemdaR 8§31 an die
Datenschutzkommission bis zum rechtskraftigen AbschluR des Verfahrens nicht vernichten.

(8) Soweit Datenanwendungen von Gesetzes wegen offentlich einsehbar sind, hat der Betroffene ein Recht auf
Auskunft in dem Umfang, in dem ein Einsichtsrecht besteht. Fir das Verfahren der Einsichtnahme gelten die naheren
Regelungen der das 6ffentliche Buch oder Register einrichtenden Gesetze.

(9) Far Auskinfte aus dem Strafregister gelten die besonderen Bestimmungen des Strafregistergesetzes 1968 Uber
Strafregisterbescheinigungen.

(10) Im Falle der auf Grund von Rechtsvorschriften, Standesregeln oder Verhaltensregeln gemaf 86 Abs4
eigenverantwortlichen Entscheidung Uber die Durchfihrung einer Datenanwendung durch einen Auftragnehmer
gemal 84 Z4, dritter Satz, kann der Betroffene sein Auskunftsbegehren zunachst auch an denjenigen richten, der die
Herstellung des Werkes aufgetragen hat. Dieser hat dem Betroffenen, soweit dies nicht ohnehin bekannt ist, binnen
zwei Wochen unentgeltlich Namen und Adresse des eigenverantwortlichen Auftragnehmers mitzuteilen, damit der
Betroffene sein Auskunftsrecht gemaR Abs1 gegen diesen geltend machen kann."



Es kann im vorliegenden Zusammenhang dahingestellt bleiben, ob sich die Verweisung in 880 SPG - im Lichte der
Verfassungsbestimmung des 861 Abs7 DSG 2000 - weiterhin auf 811 DSG 1978 oder auf 826 DSG 2000 bezieht, weil der
Ausschluss des Auskunftsrechts sowohl die eine als auch die andere Regelung betrifft.

3.2. Der Erkennungsdienst ist im 3. Hauptstlck des 4. Teils des SPG geregelt (8864 bis 80). Die fur den vorliegenden Fall
mallgebenden Bestimmungen (idF vor der Novelle BGBI. | Nr. 104/2002) lauten:

"3. Hauptstuck
Erkennungsdienst
Begriffsbestimmungen

864. (1) Erkennungsdienst ist das Ermitteln personenbezogener Daten durch erkennungsdienstliche MalRnahmen
sowie das Verarbeiten, Benitzen, Ubermitteln, Uberlassen und Léschen dieser Daten.

(2) Erkennungsdienstliche MaBnahmen sind technische Verfahren zur Feststellung von Merkmalen eines Menschen,
die seine Wiedererkennung ermdoglichen, wie insbesondere die Abnahme von Papillarlinienabdricken, die Vornahme
von Mundhdéhlenabstrichen, die Herstellung von Abbildungen, die Feststellung duRRerlicher korperlicher Merkmale, die
Vornahme von Messungen oder die Erhebung von Stimm- oder Schriftproben.

(3) Erkennungsdienstliche Behandlung ist das Ermitteln personenbezogener Daten durch erkennungsdienstliche
Malinahmen, an dem der Betroffene mitzuwirken hat.

(4) Erkennungsdienstliche Daten sind personenbezogene Daten, die durch erkennungsdienstliche MaBnahmen

ermittelt worden sind.

(5) Personsfeststellung ist eine abgesicherte und plausible Zuordnung erkennungsdienstlicher Daten zu Namen,
Geschlecht, Geburtsdatum, Geburtsort und Namen der Eltern eines Menschen.

(6) Soweit die Zulassigkeit einer Malinahme nach diesem Hauptstiick vom Verdacht abhangt, der Betroffene habe
einen gefahrlichen Angriff begangen, bleibt diese Voraussetzung auch nach einer rechtskraftigen Verurteilung wegen
der entsprechenden gerichtlich strafbaren Handlung (816 Abs2) bestehen."

865 regelt die erkennungsdienstliche Behandlung. In Abs4 ist eine Mitwirkungspflicht des Betroffenen normiert; Abs5
sieht vor, dass die Sicherheitsbehdrden jeden, den sie erkennungsdienstlich behandeln, schriftlich dartber in Kenntnis
zu setzen haben, "wie lange erkennungsdienstliche Daten aufbewahrt werden und welche Méglichkeiten vorzeitiger
Loschung (8873 und 74) bestehen."

867 bestimmt - die DNA-Untersuchungen betreffend - Folgendes:
"DNA-Untersuchungen
867. (1) Die DNA eines Menschen darf im Rahmen seiner

erkennungsdienstlichen Behandlung nur ermittelt werden, wenn der Betroffene in Verdacht steht, einen gefahrlichen
Angriff begangen zu haben, und wenn in Hinblick auf diese Tat oder die Personlichkeit des Betroffenen erwartet
werden kann, dieser werde bei Begehung weiterer gefahrlicher Angriffe Spuren hinterlassen, die seine
Wiedererkennung auf Grund der ermittelten genetischen Information ermdoglichen wirden.

(2) Genetische Information, die durch erkennungsdienstliche MaBnahmen ermittelt wurde, darf ausschlieRlich fur
Zwecke des Erkennungsdienstes ausgewertet werden. Die molekulargenetische Untersuchung hat durch einen
Dienstleister zu erfolgen, dem zwar das gesamte Untersuchungsmaterial auszufolgen, nicht aber
erkennungsdienstliche Identitatsdaten des Betroffenen zu Gbermitteln sind.

(3) Die Sicherheitsbehdrden haben vertraglich daflr vorzusorgen, daR der Dienstleister nur jene Bereiche in der DNA
untersucht, die der Wiedererkennung dienen, sowie dafir, dal3 er das Untersuchungsmaterial vernichtet, wenn die
Sicherheitsbehdrde zur Léschung der erkennungsdienstlichen Daten verpflichtet ist.”

868 beschaftigt sich mit erkennungsdienstlichen Malinahmen auf Antrag oder mit Zustimmung des Betroffenen; §69

sieht spezielle Verfahren zur Vermeidung von Verwechslungen vor.

In 870 sind die erkennungsdienstlichen Evidenzen geregelt; diese Bestimmung lautet wie folgt:
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"Erkennungsdienstliche Evidenzen

870. (1) Jede Sicherheitsbehérde hat erkennungsdienstliche Daten, die sie im Rahmen einer erkennungsdienstlichen
Behandlung oder anders als gemal3 §68 Abs1 durch eine erkennungsdienstliche MaRnahme ermittelt hat, so lange zu

verarbeiten, bis sie zu l6schen sind.

(2) Daruber hinaus kann der Bundesminister fUr Inneres fir Zwecke der regionalen oder uberregionalen
Zusammenfassung spezieller Daten Sicherheitsbehérden mit Verordnung ermdachtigen, der Art nach bestimmte
erkennungsdienstliche Daten zu verarbeiten, die im Rahmen einer erkennungsdienstlichen Behandlung gemaR 865
Abs1 sowie einer Malinahme gemafR §66 Abs1 von ihnen selbst oder von anderen Behdrden ermittelt wurden.

(3) Jede Sicherheitsbehdrde ist ermachtigt, erkennungsdienstliche Daten, die sie verarbeitet hat, zu aktualisieren, wenn
sie aktuellere Daten rechtmaRig ermittelt hat. Personenbezogene Daten, die eine Sicherheitsbehérde rechtmaRig
ermittelt hat, dirfen im Erkennungsdienst verwendet werden, als waren sie nach den Bestimmungen dieses
Hauptstlickes ermittelt worden, wenn deren Ermittlung als erkennungsdienstliche Daten zu dem Zeitpunkt zuldssig

ware, in dem die Daten verwendet werden sollen."
Die 8871, 73 bis 75 und 79 lauten:
"Ubermittlung erkennungsdienstlicher Daten

871. (1) Erkennungsdienstliche Daten, die gemal3 den 8865 Abs1 oder 66 Abs1 ermittelt wurden, sind jenen
Sicherheitsbehérden zu Ubermitteln, die durch Verordnung des Bundesministers fur Inneres damit betraut wurden,
solche Daten zu verarbeiten. AuBerdem sind erkennungsdienstliche Daten, die gemal’ 865 Abs1 ermittelt wurden, der
Zentralen Erkennungsdienstlichen Evidenz in dem Umfang zu | bermitteln, der durch Verordnung des Bundesministers

far Inneres festgelegt worden ist.

(2) Erkennungsdienstliche Daten, die gemal3 den 8865 Abs1, 66 Abs1 oder 68 Abs3 oder 4 ermittelt wurden, sind
auBerdem auf deren Verlangen den Sicherheitsbehdrden, staatsanwaltschaftlichen Behdrden, Finanzbehdrden und
Gerichten im Rahmen ihrer Tatigkeit im Dienste der Strafrechtspflege sowie den Sicherheitsbehdérden in

Angelegenheiten der Sicherheitspolizei zu Gbermitteln.

(3) AulRer in den Fallen der Abs1 und 2 dirfen erkennungsdienstliche Daten, die gemal 865 Abs1 oder 3 oder gemalR

866 Abs1 ermittelt wurden, nur unter folgenden Voraussetzungen tUbermittelt werden:
1. an Medienunternehmen zum Zwecke der Verdéffentlichung

a) bei Vorliegen der Voraussetzungen des §65 Abs3 oder des §66 Abs1, wenn die Identitat des Betroffenen anders nicht

ohne unverhaltnismaRigen Aufwand geklart werden kann;

b) bei Vorliegen der Voraussetzungen des 865 Abs1, wenn Tatsachen die Annahme rechtfertigen, die Veréffentlichung

werde der Begehung weiterer gefahrlicher Angriffe durch den Betroffenen entgegenwirken;

c) wenn gegen den fluchtigen Betroffenen ein Haftbefehl wegen Verbrechens oder wegen eines vorsatzlich

begangenen, mit mehr als einjahriger Freiheitsstrafe bedrohten Vergehens erlassen wurde;
2. an Personen, die als Identitatszeugen in Betracht kommen;

3. bei Vorliegen der Voraussetzungen des 865 Abs1 an Tatzeugen, sofern anzunehmen ist, sie wirden anhand der

Daten zur Identifikation des Taters beitragen.

(4) Die Veroffentlichung erkennungsdienstlicher Daten durch die Behdrde selbst ist unter den Voraussetzungen des
Abs4 71 zulassig.

(5) Die Ubermittlung erkennungsdienstlicher Daten nach den Abs4 und 5 darf nur in dem Umfang geschehen, als dies
zur Erreichung des angestrebten Zieles notwendig ist und zu dem dadurch bewirkten Eingriff in das Privat- und

Familienleben des Betroffenen nicht auf3er Verhaltnis steht."
"Loéschen erkennungsdienstlicher Daten von Amts wegen
873. (1) Erkennungsdienstliche Daten, die gemaR 865 ermittelt wurden, sind von Amts wegen zu I8schen,

1. wenn der Betroffene das 80. Lebensjahr vollendet hat und seit der letzten erkennungsdienstlichen Behandlung fanf
Jahre verstrichen sind;



2. wenn die Daten von einer gemall 865 Abs1 vorgenommenen erkennungsdienstlichen Behandlung eines
Strafunmindigen stammen und seither drei Jahre verstrichen sind, ohne dall es neuerlich zu einer
erkennungsdienstlichen Behandlung gekommen ware;

3. wenn seit dem Tod des Betroffenen finf Jahre verstrichen sind;

4. wenn gegen den Betroffenen kein Verdacht mehr besteht, einen gefahrlichen Angriff begangen zu haben, es sei
denn, weiteres Verarbeiten wdre deshalb erforderlich, weil auf Grund konkreter Umstande zu beflrchten ist, der
Betroffene werde gefahrliche Angriffe begehen;

5.in den Fallen des 865 Abs2 und 3, sobald sie ihre Funktion fiir den Anlaf3fall erftillt haben.

(2) Der Bundesminister fur Inneres kann nach Mal3gabe der technischen Moglichkeiten durch Verordnung bestimmen,
dal3 erkennungsdienstliche Daten, deren Aufbewahrung fur Zwecke der Vorbeugung entbehrlich wurde, vor Ablauf der
im Abs1 Z1 bis 3 festgelegten Zeit von Amts wegen geldscht werden.

(3) Von einer gemaR Abs1 Z4 erfolgten Loschung ist der Betroffene ohne Zustellnachweis zu verstandigen, sofern eine
Abgabestelle bekannt ist oder ohne Schwierigkeiten festgestellt werden kann. Inwieweit eine solche Verstandigung
auch in den Fallen des Abs2 zu erfolgen hat, ist in der Verordnung festzulegen.

(4) Dem Betroffenen ist Uber Verlangen Auskunft zu erteilen, ob erkennungsdienstliche Daten nach Abs1 Z1, 2, 4 oder 5
oder nach Abs2 von Amts wegen geloscht wurden. Ist die Léschung deshalb nicht erfolgt, weil die Voraussetzungen
hiefur nicht vorliegen, so ist dies auf Antrag des Betroffenen mit Bescheid festzustellen; auf dieses Recht ist in einer

zunachst formlos zu erteilenden Auskunft hinzuweisen.

(5) Erkennungsdienstliche Daten, die gemaf 866 ermittelt wurden, sind von Amts wegen spatestens nach funf Jahren
oder sobald sie ihre Funktion fur den AnlaRfall erflllt haben, zu I6schen.

(6) Erkennungsdienstliche Daten, die gemal3 868 Abs3 oder 4 ermittelt wurden, sind von Amts wegen nach dem Tod

des Betroffenen zu ldschen.

(7) Wenn aus Grunden der Wirtschaftlichkeit die physische Léschung erkennungsdienstlicher Daten auf ausschlielich
automationsunterstitzt lesbaren Datentrdgern nur zu bestimmten Zeitpunkten vorgenommen werden kann, so sind

die Daten bis dahin logisch und sodann physisch zu I6schen.
Léschen erkennungsdienstlicher Daten
auf Antrag des Betroffenen

874. (1) Erkennungsdienstliche Daten, die gemal §65 Abs1 ermittelt wurden, sind, sofern nicht die Voraussetzungen
des 873 vorliegen, auf Antrag des Betroffenen zu I6schen, wenn der Verdacht, der fur ihre Verarbeitung maf3geblich ist,
schlieBlich nicht bestatigt werden konnte oder wenn die Tat nicht rechtswidrig war.

(2) Dem Antrag ist nicht stattzugeben, wenn weiteres Verarbeiten deshalb erforderlich ist, weil auf Grund konkreter
Umstande zu beflrchten ist, der Betroffene werde gefahrliche Angriffe begehen.

(3) Erkennungsdienstliche Daten, die gemald 868 Abs3 oder 4 ermittelt wurden, sind auf Antrag des Betroffenen zu
I6schen; Abbildungen kdnnen dem Betroffenen ausgefolgt werden.

Zentrale erkennungsdienstliche Evidenz

875. (1) Der Bundesminister fur Inneres hat eine Zentrale Erkennungsdienstliche Evidenz zur Auskunftserteilung fur
Zwecke der Strafrechtspflege zu fihren und kann darin alle im Bundesgebiet gemal? 865 Abs1 ermittelten
erkennungsdienstlichen Daten verarbeiten. Die Art der Daten, die der Zentralen Erkennungsdienstlichen Evidenz zu

Ubermitteln sind, hat der Bundesminister fur Inneres mit Verordnung festzulegen.

(2) Aus der Zentralen Erkennungsdienstlichen Evidenz st auf Verlangen den Sicherheitsbehdrden,
staatsanwaltschaftlichen Behoérden, Finanzbehdérden und Gerichten im Rahmen ihrer Tatigkeit im Dienste der
Strafrechtspflege sowie den Sicherheitsbehtrden in Angelegenheiten der Sicherheitspolizei, jedoch nicht fur Zwecke

eines Verwaltungsstrafverfahrens oder der ersten allgemeinen Hilfeleistung, Auskunft zu erteilen."

"Besondere Verfahrensvorschriften



879. (1) In Verfahren gemal3 873 Abs4 und gemal 874 sind die Vorschriften tber die Akteneinsicht §17 AVG) mit der
Maligabe anzuwenden, da3 von den verarbeiteten erkennungsdienstlichen Daten weder Abschriften noch Kopien
angefertigt werden durfen.

(2) Hinsichtlich der verarbeiteten erkennungsdienstlichen Daten besteht aul3erhalb der im Abs1 genannten Verfahren
kein Recht auf Akteneinsicht."

3.3. Die Erldauternden Bemerkungen zu 880 SPG (RV 148 BIgNR 18. GP, 51 f.) fihren in diesem Kontext Folgendes aus:

"Da im Erkennungsdienst davon auszugehen ist, dal3 der Betroffene von der Ermittlung der Daten in Kenntnis ist, und
da in diesem Rahmen ein eigenes Auskunftsverfahren sowie eigene Léschungsbestimmungen vorgesehen sind, wurde
diese Bestimmung analog zu 855 Abs2 des Datenschutzgesetzes konzipiert. Selbstverstandlich bleiben die
Kontrollbefugnisse der Datenschutzkommission, insbesondere die 8814 ff. des Datenschutzgesetzes, unberthrt."

3.4. Mit Bundesgesetz BGBI. | Nr. 104/2002 (Sicherheitspolizeigesetz-Novelle 2002) wurde 880 SPG zur Ganze neu
gefasst. Diese Bestimmung lautet nunmehr:

"Auskunftsrecht

880. (1) Fur das Recht auf Auskunft Uber erkennungsdienstliche Daten gilt 826 Datenschutzgesetz 2000 mit der
Maligabe, dass die Sicherheitsbehoérde fir die Auskunft einen pauschalierten Kostenersatz verlangen darf. Der
Bundesminister fur Inneres hat die Hohe des Kostenersatzes mit Verordnung gemafR dem durchschnittlichen Aufwand
der Sicherheitsbehorde fur Erteilung der Auskunft festzusetzen. Haben die Sicherheitsbehdrden Uber einen
Betroffenen zusammen mit den erkennungsdienstlichen Daten mehrere Personendatensatze verarbeitet, ist jeder
Auskunft unabhangig vom Auskunftsbegehren der Hinweis anzuflgen, dass die Identitdt des Betroffenen nicht
feststeht.

(2) Die Auskunft ist von jener Sicherheitsdirektion zu erteilen, in deren Wirkungsbereich die erkennungsdienstlichen

Daten verarbeitet werden, wurden die Daten vom Bundesminister flr Inneres verarbeitet, von diesem."

[11.1. Im Verfahren ist nichts hervorgekommen, was den vorldufigen Annahmen iber die Zuldssigkeit des
Anlassbeschwerdeverfahrens bzw. Uber die Prdjudizialitdt der in Prufung gezogenen Wortfolge entgegenstehen

kénnte. Da auch die tbrigen Prozessvoraussetzungen gegeben sind, erweist sich das Verfahren als zulassig.
2. Die im Prifungsbeschluss geduRRerten Bedenken haben sich als zutreffend erwiesen.

2.1. Die im Verfassungsrang stehende Vorschrift des 81 Abs3 Z1 DSG 2000 gewahrleistet jedermann, soweit ihn
betreffende personenbezogene Daten zur automationsunterstitzten Verarbeitung oder zur Verarbeitung in manuell,
d.h. ohne Automationsunterstitzung gefihrten Daten bestimmt sind, nach Mal3gabe gesetzlicher Bestimmungen das
Recht auf Auskunft dariiber, wer welche Daten Uber ihn verarbeitet, woher die Daten stammen und wozu sie

verwendet werden, insbesondere auch, an wen sie Ubermittelt werden.

Beschrankungen dieses Rechts (sowie des Rechts auf Richtigstellung und Loéschung gemal3 Abs3 Z2) sind gemal §1
Abs4 DSG 2000 nur unter den im Abs2 genannten Voraussetzungen zuldssig: Die Beschrankung muss zur Wahrung
Uberwiegender berechtigter Interessen eines anderen erfolgen und ist bei Eingriffen einer staatlichen Behérde nur
aufgrund von Gesetzen, die aus den in Art8 Abs2 EMRK genannten Grunden notwendig sind, zuldssig. Weiters
bestimmt 81 Abs2, dass derartige Gesetze die Verwendung von Daten, die ihrer Art nach besonders schutzwurdig sind,
nur zur Wahrung wichtiger offentlicher Interessen vorsehen dirfen und gleichzeitig angemessene Garantien flr den
Schutz der Geheimhaltungsinteressen der Betroffenen festzulegen haben.

2.2. Das Recht auf Auskunft ist gemaf 81 Abs3 DSG 2000 "nach Mal3gabe gesetzlicher Bestimmungen" garantiert. Wie
der Verfassungsgerichtshof bereits in seinen Entscheidungen VfSlg. 11.548/1987 und 12.768/1991 zu den insoweit
gleich lautenden Regelungen des 81 DSG 1978 festgestellt hat, schafft die Pflicht zur Auskunft einen Anspruch auf
Leistung, der seiner Natur nach einer naheren Konkretisierung bedarf. Die Verfassung umschreibt den Inhalt des
Auskunftsrechts selbst nicht abschlieRend, sondern Uberlasst die ndhere Ausformung dem einfachen Gesetzgeber und
raumt ihm so einen gewissen Spielraum ein; dieser Spielraum ist aber durch die in 81 Abs2 DSG gezogenen Grenzen
beschrankt. Wértlich wurde dazu in VfSlg. 11.548/1987 betreffend das Recht auf Auskunft gemaf §1 Abs3 DSG 1978
ausgefuhrt:

"[...] Dieser Spielraum ist allerdings ein eng begrenzter: Er betrifft nur die Art und Weise der Geltendmachung und
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Durchsetzung des Anspruchs. Inhaltliche Beschrankungen des Auskunftsrechtes sind nicht Gegenstand des in Abs3
enthaltenen Auftrages an den Gesetzgeber. An solche Beschrankungen ist (wie fur die Geheimhaltungspflicht des
Abs1) erst in Abs5 [diese Bestimmung des DSG 1978 ist nahezu gleich lautend wie 81 Abs4 DSG 2000 und enthalt einen
Verweis auf 81 Abs2 DSG 1978] gedacht: sie sind an die dort bestimmten Voraussetzungen geknupft. Aus dem Aufbau
des 81 DSG und der unterschiedlichen Zielsetzung seiner einzelnen Teile folgt somit, dal der Inhalt des
Gesetzgebungsauftrages sich aus Abs3 ergibt und nur die Grenze fUr Beschrankungen dieses Anspruchs Abs5 zu
entnehmen ist.

Ob eine einfachgesetzliche Regelung der verfassungsrechtlichen Gewahrleistung des Auskunftsrechtes entspricht,
hangt also davon ab, ob es sich blof um eine Regelung der Art und Weise handelt, in welcher dieses Recht geltend zu
machen ist (§1 Abs3), oder ob damit eine Beschrdnkung im Sinne des §1 Abs5 verbunden ist. [...]"

In der Entscheidung VfSlg. 12.768/1991 wiederholte der Gerichtshof diese Auffassung und erganzte im Hinblick auf das
Recht auf Richtigstellung und Léschung gemaR 81 Abs4 DSG 1978 (Hervorhebung nicht im Original):

"[...] Es gibt keinen Anhaltspunkt dafir, daR die verfassungsrechtliche Garantie Uber diesen Auftrag an den
Gesetzgeber hinausgehen sollte. Ist schon das Recht auf Geheimhaltung (81 Abs1 DSG) nur unter dem Vorbehalt der
Moglichkeit gesetzlicher Einschrankungen nach MaRgabe des Art8 Abs2 MRK gewadhrleistet (und die unrichtige
Anwendung dieser Gesetze als solche noch keine Verfassungsverletzung), so ware es ungereimt, wenn die den
gleichen Schranken unterworfenen, in erster Linie der Verwirklichung des Geheimhaltungsrechts dienenden Rechte
des Betroffenen auf Richtigstellung und auf Loschung schon durch jeden Fehler bei der Anwendung des einfachen
Gesetzes verletzt wirden. 81 Abs4 DSG gewahrleistet nur gesetzliche Bestimmungen, die ein konkretes Recht auf
Richtigstellung und auf Léschung einrdumen, und steht jeder Auslegung solcher Bestimmungen entgegen, die §1 Abs4
DSG nicht Rechnung tragt oder das Recht auf Richtigstellung und auf Léschung in einer den Anforderungen des Art8
Abs2 MRK nicht gentigenden Weise beschrankt.

[..1"

In diesem Sinne ist daher zusammenfassend festzuhalten, dass das durch 81 Abs3 Z1 DSG 2000 eingeraumte Recht
einer ndheren Ausformung durch den einfachen Gesetzgeber bedarf, der seinerseits Beschrankungen nur aus den in
Art8 Abs2 EMRK genannten Grinden vorsehen darf.

2.3. Das SPG enthielt in der hier mal3geblichen Fassung vor der SPG-Novelle 2002, BGBI. | Nr. 104/2002, lediglich im
Rahmen des Verfahrens zur Loschung erkennungsdienstlicher Daten von Amts wegen (§873) ein Auskunftsrecht:
Gemal} 873 Abs4 war dem Betroffenen "Uber Verlangen Auskunft zu erteilen, ob erkennungsdienstliche Daten [...] von
Amts wegen geldscht wurden". In 879 Abs1 SPG war ausdricklich festgelegt, dass in diesem Verfahren von den
verarbeiteten erkennungsdienstlichen Daten weder Abschriften noch Kopien angefertigt werden durfen.

GemaR 865 Abs5 SPG sind die Sicherheitsbehdrden verpflichtet, jeden, den sie erkennungsdienstlich behandeln,
schriftlich dartber in Kenntnis zu setzen, wie lange erkennungsdienstliche Daten aufbewahrt werden und welche
Moglichkeiten vorzeitiger Léschung (8873 und 74) bestehen. Darin erschdpft sich die Information des Betroffenen.
Welche Daten konkret ermittelt wurden, sowie weitere Informationen iSd §1 Abs3 Z1 DSG 2000 sind nicht vorgesehen.

Eine andere Regelung als die des 880 SPG bestand nicht. Der durch diese Bestimmung normierte - generelle -
Ausschluss des (selbst einfachgesetzlichen) Auskunftsrechts widerspricht der Verfassungsbestimmung des §1 Abs3 Z1
DSG 2000.

2.4. Fur den Verfassungsgerichtshof ist nicht ersichtlich, dass diese Beschréankung des Auskunftsrechts gemaR §1 Abs4
iVm Abs2 DSG 2000 aus einem der in Art8 Abs2 EMRK angefuhrten Griinde notwendig wéare, zumal auch im Verfahren
nichts vorgebracht wurde. Es mag zwar sein, dass fallweise die Verweigerung der Auskunft gegeniiber dem
Betroffenen - nach Abwagung des 6ffentlichen Interesses an der Verweigerung der Auskunft gegentiber dem Interesse
des Betroffenen am Erhalt derselben - aus einem der in Art8 Abs2 EMRK angefiihrten Grinde notwendig ware (vgl.
auch 811 Abs1 DSG 1978 und 826 Abs2 DSG 2000); eine solche Notwendigkeit wirde jedoch nicht einen generellen
Ausschluss des Auskunftsrechts, wie er durch die Regelung des 880 SPG vorgesehen ist, rechtfertigen. Der Ausschluss
des das Auskunftsrecht betreffenden 811 DSG 1978 in dieser generellen und undifferenzierten Form verletzt daher das
verfassungsgesetzlich gewahrleistete Recht auf Auskunft gemaR 81 Abs3 Z1 DSG 2000.

IV. Der Verfassungsgerichtshof hat nicht mit Aufhebung der als verfassungswidrig erkannten Wortfolge des SPG
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vorzugehen, sondern auszusprechen, dass diese Gesetzesstelle verfassungswidrig war. Sie gehdrt namlich nicht mehr
dem geltenden Rechtsbestand an: Mit Bundesgesetz BGBI. | Nr. 104/2002 (Sicherheitspolizeigesetz-Novelle 2002)
wurde 880 SPG zur Ganze neu gefasst. Die Novelle trat mit 1. Oktober 2002 in Kraft.

V. Die Verpflichtung des Bundeskanzlers zur unverziglichen Kundmachung erfliel3t aus Art140 Abs5 B-VG.

VI. Diese Entscheidung konnte gemal3 §19 Abs4 erster Satz VfGG ohne vorangegangene mundliche Verhandlung in
nichtoffentlicher Sitzung getroffen werden.
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